
 

  

NOTICE OF PROPOSED PROCUREMENT (NPP) 
  

Programmer/Software Developers 
 
 
Solicitation No.: 0020141723  
Contracting Authority: Lauren Gadd 
Telephone No.:   613-990-4173  
Fax No.: 613-990-0081    
E-mail Address: Contracting@osfi-bsif.gc.ca      
 
This RFP is only for pre-qualified Suppliers for Category/Stream 1:  A.6 
Programmer/Software Developer. 
 
List of Pre-Qualified Suppliers invited to bid:   

 2231622 Ontario Inc. 
A.S.G. Inc. 
Advanced Chippewa Technologies Incorporated, 529040 Ontario Inc., 880382 Ontario Inc. in Joint 
Venture 
Alcea Technologies Inc. 
Altruistic Informatics Consulting Inc., Apption Corporation in Joint Venture 
Calian Ltd. 
Conoscenti Technologies Inc. 
Donna Conna Inc., IBM Canada Limited in Joint Venture 
Emerion 
Harrington Marketing Limited 
Judge Technical and Judge International in Joint Venture 
Lumina IT Inc. 
MNP LLP 
Robert Half Canada Inc. 
Titus International Inc., Orangutech Inc., Xingdigo Inc., the KTL Group Inc., in Joint Venture 

DESCRIPTION OF REQUIREMENT 
 
OSFI has a requirement for two Programmer/Software Developers with .Net, Visual Studios, PowerBuilder, 
and AMPL programming experience to work on the operations and maintenance of legacy applications.  The 
Programmer/Software Developers will be working within the Application Management department, 
Production Services Support team. 

 

DURATION OF CONTRACT 

The duration of the contract is from Contract award to February 2016, including one (1) option of 
200 days each. 

EVALUATION PROCESS AND SELECTION METHODOLOGY 
 
BASIS OF SELECTION 
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A Best Value Score will be calculated by combining the Technical Score for compliant Bidders with 
their Weighted Bid Price. The Technical Score will represent 70% and the Weighted Bid Price will 
represent 30% of the Best Value Score.  
 
SECURITY REQUIREMENTS 
 
SECURITY REQUIREMENT FOR CANADIAN SUPPLIER: PWGSC FILE COMMON-PS-SRCL#6 
 

a. Before award of a contract, the following conditions must be met : 
i. the Bidder must hold a valid organization security clearance as indicated in Part 7 – 

Resulting Contract Clauses;  

ii. the Bidder’s proposed individuals requiring access to classified or protected 
information, assets or sensitive work site(s) must meet the security requirement as 
indicated in Part 7 – Resulting Contract Clauses; and 

iii. the Bidder must provide the name of all individuals who will require access to classified 
or protected information, assets or sensitive work sites 

 

b. Bidders are reminded to obtain the required security clearance promptly. Any delay in the 
award of a contract to allow the successful bidder to obtain the required clearance will be at 
the entire discretion of the Contracting Authority. 

c. For additional information on security requirements, Bidders should consult the "Security 
Requirements for PWGSC Bid Solicitations - Instructions to Bidders" document on the 
Departmental Standard Procurement Documents Website.  

d. In the case of a joint venture bidder, each member of the joint venture must meet the security 

requirements.  

  

 


