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Amendment 002

Amendment 002 is raised to respond to questions raised by the industry.

Question 13

2.4.1 Chargebacks and 2.4.2 Contractor initiated adjustments. RFI states that “Items charged back or 
contractor adjustments must be debited or credited using the assigned authorization number of the 
departmental office involved”. Is the chargeback process centralized into each departmental office 
(RCMP, CBSA, Parks Canada) where one person or persons are responsible in handling these items? Or 
is this decentralized to each depositing location / region / or regional offices?

Response 13

Chargebacks are not centralized and each location making the deposit is responsible for its chargebacks.

Question 14

Is the assigned authorization number a static number that the contractor has by departmental office?

Response 14

The assigned Authorization Number identifies a deposit facility. It is issued by the RG when an account is 
opened and is unique to that account and location. It will be used by the bank and the RG to identify the 
account. Please refer to the Definitions in Annex A, Appendix 1.

Question 15

2.7.1 Image requests from departments. RFI states that “Written trace requests from a representative of 
the depositing department” can be requested if the image is no longer available on the RDC service. Are 
these request centralized in each department (RCMP, CBSA, Parks Canada) or can they come from any 
one depositing locations?

Response 15

The requests are not centralized and may come from locations making deposits through the RDC service.

Question 16

If decentralized, please provide insight into how the receiving FI will identify the requesting party to 
ensure we do not disclose Protected B information to a person unauthorized to receive such information.

Response 16

This will be mutually agreed upon by the RG and the contractor. The FIs are invited to provide their 
processes in place, if any, to identify the requesting party. 

Question 17

Security Requirements - CSID requirements. Like all Canadian FI’s we are submitted to regulatory 
requirements relative to information security, personal information safekeeping and handling, AML, 
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FINTRAC rules, reporting to the Government and subjected to privacy laws like all FI’s. We have 
extensive internal security departments including IT security. Because we process financial transactions, 
for security purposes, our personnel is screened at similar to beyond those imposed by CSID. The later’s 
process in then costly and redundant to manage for the contractor. Rather than having each employee 
hold a reliability status, would it not be simpler for CSID to qualify the contracting FI, its security 
processes, the web site utilized to deliver the RDC process and scanners be certified and approved by 
CSID rather than certifying each employee? 

Response 17

The security process is designed and enforced by CISD and applies to all contractors to the Government. 
The RG follows those security recommendations.

Question 18

Will the contracting authority support the winning contractor through the CSID qualification process?

Response 18

The security qualification process is performed by CSID. The contracting authority may direct contractors
and put them in contact with CISD.

Question 19

It’s our understanding that the Government of Canada offices are given / have very limited access to the 
usage of internet. Has CSID or the Treasury Board, approved the contracting authority to grant a contract 
that will require the use of a secure internet portal?

Response 19

The RG will get the necessary approvals in order to ensure that departments requiring the use of the 
service will have access to the secure portal internet.

Question 20

Will CSID or the RG permit all departmental offices across Canada to have access to this secure 
website? or will the contracting authority be involved in an approval process each time a new RCMP, 
CBSA, Parks Canada office need to set up the RDC service for their local office? 

Response 20

This will be dealt with on a case by case basis by the RG and departments depending on the location and 
connectivity. We will ensure that each departmental location requiring the use of the service will have 
access to the related secure website. However, FIs are invited to provide their processes in place and the 
mandatory requirements needed in order to request the service.

ALL OTHER TERMS AND CONDITIONS REMAIN UNCHANGED


