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Solicitation No: EP243-170549/B Amendment 003
Request for Proposal (RFP) Industrial Security Systems Transformation

Amendment Number 003

Purpose:

A. To identify changes to the RFP.
B. To provide answers to questions received with regards to this RFP.

A. CHANGES

Change 21:

At PART 7 — RESULTING CONTRACT CLAUSES, DELETE items 7.4.2 through 7.4.7
RENUMBER items 7.4.8,7.4.9,7.410and 7.4.11 as 7.4.10, 7.4.11, 7.4.12 and 7.4.13, respectively.
INSERT items 7.4.2 through 7.4.9, as below:

7.4.2. The Contractor/Offeror personnel requiring access to PROTECTED information, assets or
sensitive work site(s) must be a permanent resident of Canada or a citizen of Canada and
must EACH hold a valid RELIABILITY STATUS or SECRET, as required, granted or approved
by CISD/PWGSC.

7.4.3. The Contractor/Offeror personnel requiring access to NATO UNCLASSIFIED information or
assets do not require to hold a personnel security clearance; however, the Contractor must
ensure that the NATO Unclassified information is not releasable to third parties and that the
"need to know" principle is applied to personnel accessing this information.

7.4.4. The Contractor personnel requiring access to NATO RESTRICTED information or assets )
must be a permanent resident of Canada or a citizen of Canada and must EACH hold a
valid RELIABILITY STATUS or SECRET, as required, granted or approved by the
appropriate delegated NATO Security Authority.

7.4.5. The Contractor/Offeror MUST NOT remove any PROTECTED information from the identified
work site(s), and the Contractor/Offeror must ensure that its personnel are made aware of and
comply with this restriction.

7.4.6. Subcontracts which contain security requirements are NOT to be awarded without the prior
written permission of CISD/PWGSC.

7.4.7. The Contractor must complete and submit a Foreign Ownership, Control and Influence (FOCI)
Questionnaire and associated documentation identified in the FOCI Guidelines for Organizations
prior to contract award to identify whether a third party individual, firm or government can gain
unauthorized access to INFOSEC information/assets. Public Works and Government Services
Canada (PWGSC) will determine if the company is “Not Under FOCI” or “Under FOCI”. When an
organization is determined to be Under FOCI, PWGSC will ascertain if mitigation measures exist
or must be put in place by the company so it can be deemed “Not Under FOCI through
Mitigation”.

7.4.8 The contractor should at all times during the performance of the contract possess a letter from

PWGSC identifying the results of the FOCI assessment with a FOCI designation of Not Under
FOCI or Not Under FOCI through Mitigation.
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7.4.9. All changes to Questionnaire and associated FOCI evaluation factors must immediately be
submitted to the Industrial Security Sector (ISS) to determine if the changes impact the FOCI
designation.

Change 22:

At PART 7 — RESULTING CONTRACT CLAUSES:

DELETE item 7.28 in its entirety and REPLACE with the following:

7.28 Transition Services at End of Contract Period

12 months prior to the expiration of the Contract, the Contractor must prepare and provide the Technical
Authority a detailed Service Transition-Out Plan. Upon acceptance of the Technical Authority, the
Contractor must transition out its services to another provider in accordance with the Plan, in the period

leading up to the end of the Contract Period and for up to three months afterward. The Contractor agrees
that there will be no additional charge for these services.

Change 23:
At ANNEX A, Section 2, under 2.2.1 Service Processing Application:

DELETE:

| APP-IM.16 | Enables and supports case file archiving.

INSERT:

| APP-IM.16 | Enables and supports case file archiving from within the Solution.

Change 24:

At ANNEX A, Section 2, under 2.2.1 Service Processing Application:

DELETE:
Enables Internal Users to retrieve archived records from a case file for a specified
APP-IM.27 o ; :
retention time, determined by the business process.
INSERT:

Enables Internal Users to retrieve archived records from a case file for a specified
APP-IM.27 | retention time as determined by the business. Available archived files are to be
accessed from within the Solution.

Change 25:
At ANNEX A, Section 2, under 2.2.1 Service Processing Application:

DELETE:

Enables External Users to automatically receive standardized text notifications

APP-COM.03 resulting from predefined events such as decision made regarding the service request.
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INSERT:

Enables External Users to automatically receive standardized email notifications
APP-COM.03 | resulting from predefined events such as decisions made regarding the service
request.

Change 26:

At ANNEX A, Section 2, under 2.2.1 Service Processing Application:

DELETE:

| AP-PPL.02 | Enables the scanning of paper documents for appendage to case files.

INSERT:

| AP-PPL.02 | Enables the attachment of scanned documents to case files.

Change 27:

At ANNEX A, Section 2, under 2.2.2 Web Portal:

DELETE:
Enables External Users to receive SMS standardized messages pertaining to service
WP-UE.09
request updates.
INSERT:
Enables External Users to receive standardized email messages pertaining to service
WP-UE.09
request updates.
Change 28:

At ANNEX A, Section 2, under 2.2.2 Web Portal:

DELETE:
Usage Reporting: Provides the ability to collect and report on usage information
WP-RP.01 :
according to GC standards.
Change 29:

At ANNEX A, Section 3, under 1.1 Requirement Overview:
DELETE:

The Contractor must design, develop, configure, test, implement, deploy and stabilize to a steady state, the
Solution as illustrated in Figure 2 below. The Solution must accommodate the modification, adjustment, or
addition of business process workflows, system automated functions, and other related rules and processes
with minimal application code changes. The Solution must be user friendly, reliable, maintainable, scalable,
interoperable, and compliant with GC IT/IM policies, guidelines and environment.
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INSERT:

The Contractor must design, develop, configure, test, implement, deploy and stabilize to a steady state,
the Solution using as a recommendation, the PWGSC proposed technologies as listed. The Solution must
accommodate the modification, adjustment, or addition of business process workflows, system automated
functions, and other related rules and processes with minimal application code changes. The Solution
must be user friendly, reliable, maintainable, scalable, interoperable, and compliant with GC IT/IM
policies, guidelines and environment.

Change 30:
DELETE:

Figure 2: High level ISST Solution architecture diagram
Change 31:

At Section 3, 1.1 Requirement Overview, paragraph 3:

DELETE:

External Users, such as Contract Security and Controlled Goods Program applicants, will access the
functionality required for their business processes via the internet Web Portal, based on the Adxstudio
technology.

INSERT:

External Users, such as Contract Security and Controlled Goods Program applicants, will access the
functionality required for their business processes via the internet Web Portal.

Change 32:
At Section 3, 1.1 Requirement Overview:
DELETE:

This architecture leverages Enterprise IT Target Suites that are driven by the Chief Information Officer
Branches (CIOB) of both TBS and PWGSC in an attempt to rationalize and standardize the application
footprint for GC applications. Wherever possible, the Contractor must meet the requirements of the current
solicitation, including any new requirements driven by business process re-engineering, by leveraging
GC/PWGSC Enterprise Architecture approved technologies, available within the GC and/or PWGSC IT
supply chain. If not possible, any proposed alternate technologies must be approved by GC and a plan to
migrate said alternate technologies within the GC and/or PWGSC technology footprint must be developed
and provided as part of the Solution proposal. All Solution components within the scope of this project must
integrate with IT components used by GC and meet the requirement of a unified Solution. Controlled access
for External Users will be through an Internet-based user-centric portal interface.

The identified suites that the Contractor must adhere to include, but are not limited to:

(a) Adxstudio Portals (Adxstudio Portals and/or ASP.NET web forms)
Portal Technology - The portal must be developed based on Adxstudio Portals technology,
host web enabled forms (ASP.Net web forms), requests for and the receipt of services. The
portal will be used by External Users with defined roles and rights.

(b) Dynamics CRM (On premise) 2015 (or higher)

Case Management Technology - The portal will interface with a Customer Relationship
Management tool, MS Dynamics CRM (on premise) 2015 (or higher), to initiate, interact with,
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(c)

(d)

(e)

INSERT:

manage and perform case management activities. The Case Management tool is a centrally
managed service and will be used by Internal Users having defined roles and rights.

Microsoft Exchange Server, Outlook Client
GC e-mail — This technology will be used to support off-line capability for internal users such
as field inspectors.

SAP Business Objects

Business Intelligence Reporting - SAP Business Objects is the enterprise suite for Business
Analytics. However, for this solution, functionality including internal user dashboards will first
leverage the reporting capabilities provided with the Dynamics CRM 2015 (or higher) tools to
deliver the operational reporting functionality. Strategic reporting capabilities, if not available
through Dynamics CRM 2015 (or higher) will be delivered through the standard suite SAP
Business Objects connected to a PureData warehouse. Reporting functionality must be
available to both Internal and External users

Oracle Service Bus

Information Sharing Technology - GC Interoperability Platform (GCIP — based on Oracle
Service Bus (technology). Information sharing between ISS and partner organizations must be
automated and managed in accordance with GCIP capabilities and the underlying Oracle
Service Bus service bus technology.

The Solution must leverage PWGSC identified technology in the descriptive list below. These
technologies are Enterprise IT Target Suites that are driven by the Chief Information Officer Branches
(CIOB) of TBS or PWGSC, in order to reduce and streamline the application footprint for GC and PWGSC
applications. Wherever possible, the Contractor must meet the requirements of the Solution, including
any new requirements driven by business process re-engineering through leveraging these technologies
to build a unified Solution.

The identified suites that the Contractor must adhere to include, but are not limited to:

(a)

(b)

(c)

(d)

Dynamics CRM (On premise) 2015 (or higher) (Enterprise IT Target Suite)

Case Management Technology - The web portal will interface with a Customer Relationship
Management tool, MS Dynamics CRM (on premise) 2015 (or higher), to initiate, interact with,
manage and perform case management activities. The Case Management tool is a centrally
managed service and will be used by Internal Users having defined roles and rights.

Microsoft Exchange Server, Outlook Client (Enterprise IT Target Suite) and MS
Dynamics CRM for Outlook GC e-mail — This technology will be used to support e-mail and
off-line Case Management capabilities for internal users such as field inspectors.

SAP Business Objects (Enterprise IT Target Suite)

Business Intelligence Reporting - SAP Business Objects Bl is the enterprise suite for
Business Analytics. However, for this solution, functionality including internal user dashboards
will first leverage the reporting capabilities provided with the Dynamics CRM 2015 (or higher)
tools to deliver the operational reporting functionality. Strategic reporting capabilities, if not
available through Dynamics CRM 2015 (or higher) will be delivered through the standard suite
SAP Business Objects Bl connected to a PureData warehouse. Reporting functionality must
be available to both Internal and External users based on the users’ application profiles.

Oracle Service Bus (Enterprise IT Target Suite) Information Sharing Technology - GC
Interoperability Platform (GCIP — based on Oracle Service Bus (technology). Information
sharing between ISS and partner organizations should be automated and managed in
accordance with GCIP capabilities and the underlying Oracle Service Bus technology.
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Controlled access for External Users will be through an internet-based user-centric web portal interface.
The web portal must be developed as a CRM customer portal based on a COTS portal technology (on
premise), and must host web enabled forms for the requisition of and receipt of services. The web portal
will be used by External Users with defined roles and rights. The Contractor will provide and configure a
technology that will reside on the GC network, interface seamlessly with the Dynamics CRM application,
be scalable to meet future growth, use web services, and predominantly leverage configuration over
customization. The configured web portal must meet GC requirements (WCAG) for web standards.

Change 33:

At Section 3, 1.1 Requirement Overview:
INSERT:

(e) Imaging/Scanning System - This system is in place and uses IBM DataCap technology.
The ISST Solution will need to exchange information with this system.

(f) Documents and Records Management System - The Solution is expected to require the
storage, management and retrieval of data largely grouped into two categories: (1) Database
or Data Management System - processing-intensive, higher transaction structured data
typically associated with in-process requests and with company and personnel data, and (2)
Document and Records Management System — unstructured data typically associated with
attachments that should not be altered but must be retained for document & records
management and evidentiary purposes (e.g. passports, birth certificates etc.), representing
low transaction, infrequent retrieval rate processing.

i) Database or Data Management System - The Contractor must leverage existing
products already licensed and in use by PSPC, to satisfy the requirements for non-
sensitive, sensitive, and intensive information/data processing purposes. The solution
should use the GC standards of SQL Server/Oracle for any database applications.

ii) Documents and Records Management System - The current GC standard for
document and records management is OpenText Content Server, which should be
leveraged for unstructured data long-term storage. This would be the default for items
which are not required for dynamic processing, and includes (but is not limited to) static
attachments and manually submitted forms that are digitized for document and records
management purposes.

Change 34:
At ANNEX A, Section 3, 1.2 Detailed Requirements:

DELETE Tech.12 in its entirety and REPLACE with:

Utilizes a COTS web portal technology to create a web portal, with web enabled forms
Tech.12 to gather and exchange information, and that is integrated with MS Dynamics CRM
2015 (or later) entities and supports Tech.14 and Tech.18.

Change 35:
At ANNEX A, Section 3, 1.2 Detailed Requirements:

DELETE Tech.17 in its entirety and REPLACE with:

Meets at a minimum “Protected B, High Integrity, Medium Availability” (PB/H/M) security

Tech.17 . .
profile requirement.
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Change 36:
At ANNEX A, Section 3, 1.2 Detailed Requirements:

DELETE Tech.18 in its entirety and REPLACE with:

Ensures conformance with the GC Web Standards (https://recherche-
search.gc.ca/rGs/s r?cdn=canada&st=s&num=10&langs=en&st1rt=1&s5bm3ts21rch=x&
Tech.18 g=web+standards& charset =utf-8&wb-srch-sub=) and Web Accessibility
(http://www.tbs-sct.gc.ca/pol/doc-eng.aspx?id=23601) requirements for the COTS Web
Portal.

Change 37:
At ANNEX A, Section 4, under 1.2.1 Internal Users:

DELETE:

| Securelnt.05 | Ensures that SCMS is accessible through a VPN.

INSERT:

| Securelnt.06 | Ensures that Microsoft Dynamics CRM is accessible through a VPN.

Change 38:
At ANNEX A, Section 5, 1.1.2 Security Control Catalogue:

DELETE:

The following provides a very high level description of the Information Technology Security Guidance 33
(ITSG-33) security control catalogue which is organized into classes and control families. These control
families apply to the ISS security requirements and are further addressed by the Detailed Requirements
defined in this ANNEX. The controls satisfying the full Solution are embedded in the existing technical
implementations, such as the SCMS. Since the full Solution will be primarily an integration exercise, the full
suite of Solution controls will be assessed throughout the development of the Solution using the Security
Assessment and Authorization process. These control families are the basis of securing the Solution and
its Data.

INSERT:

The following provides a very high level description of the Information Technology Security Guidance 33
(ITSG-33) security control catalogue which is organized into classes and control families. These control
families apply to the ISS security requirements and are further addressed by the Detailed Requirements
defined in this ANNEX. Since the full Solution will be primarily an integration exercise, the full suite of
Solution controls will be assessed throughout the development of the Solution using the Security
Assessment and Authorization process. These control families are the basis of securing the Solution and
its Data.

Change 39:

At ANNEX A, Section 5, under 1.2 Detailed Requirements:

DELETE:
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The requirements in the table below were developed from the Protected B/Medium Integrity/Medium
Availability (PB/M/M) profile from ITSG-33. Many of the ITSG-33 controls overlap or reference one another.
The requirements listed here allow good coverage of the PB/M/M requirements, and excludes those items
that are expected to be covered by PWGSC as an organization through existing technology
implementations rather than ISS or this Solution specifically. The final version of the Security Requirements
Traceability Matrix will list the controls required to support the ISS Solution. The requirements below are
not exhaustive and may evolve during the Contract Period.

INSERT:

The table below details the security requirements derived from the ITSG-33 controls that are the
responsibility of the Contractor. The requirements listed here exclude those controls that are expected to
be met by PWGSC as an organization through existing technology implementations. The Contractor will
be responsible to incorporate all security controls, including those met by PWGSC, SSC and the
Contractor, in the Security Requirements Traceability Matrix.

Change 40:
At ANNEX A, Section 5, 1.2 Detailed Requirements:
DELETE SC.15 in its entirety and REPLACE with:

The Contractor must fully document the contingency plan for the continued operation of
SC.15 ISS business lines to meet the minimal contingency planning requirements for PB/H/M.
Change 41:

At ANNEX A, Section 5, 1.2 Detailed Requirements:
DELETE SC.28 in its entirety and REPLACE with:

The Contractor must fully document the procedures to recover or reconstitute the
SC.28 Solution in accordance with the minimal requirements for PB/H/M.
Change 42:

At ANNEX A, Section 5, 1.2 Detailed Requirements:
DELETE SC.41 in its entirety and REPLACE with:

SC.41 The Solution, at a minimum, must comply with the requirements for PB/H/M.

Change 43:

At ANNEX A, Section 7, under 1.3 Detailed Requirements — Project Management, item PM.04:
INSERT:
(e) All project work where the Contractor requires direct access to ISS information and assets will be

required to be done on-site for the duration of the work. Once the required work has been completed
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those resources are no longer required to be on-site.
(f) Except where otherwise specified, all project work that does not require direct access to ISS
information and assets can be done off-site.

Change 44:
DELETE ANNEX C — SRCL in its entirety, and REPLACE with the attached ANNEX C — SRCL.

Change 45:

At ANNEX F — Resource Category Information for Optional Services, under 3.9.2 Minimum Mandatory
Qualifications:

DELETE M4 in its entirety and REPLACE with the following:

M4 | Must have a minimum of three (3) years of experience, within the last ten (10) years, developing
web based service delivery using web technologies.

B. Questions

Question 10:

Would the Crown please confirm that all work related to the project must/will be completed in government
offices?

Answer 10:

The Crown confirms that not all work related to the project must be completed within a government
facility. It is expected that the Senior Delivery/Project Manager and Project Management Team (See
ANNEX A, Section 7) be located on-site and to be available to the Project Authority as required in order to
attend meetings, provide updates, address concerns, etc.

As noted in the SRCL, Part C, the Contractor will not receive or store, nor use their own IT systems to
process or store PROTECTED and/or CLASSIFIED information or assets. The Contractor will also not be
provided with an electronic link between the Contractor’s IT systems and the government department, in
this case PWGSC.

As such, all project work that requires an individual to have direct access to ISS information and assets
will be required to be on-site for the duration of that work. Once that work has been completed, those
resources are no longer required to be on-site. Any project work that does not require direct access to
ISS information and assets can be done off-site. To assist in clarifying work location, additional
requirements have been added to ANNEX A, Section 7, PM.04. Please see Change 43 in this
Amendment.

Question 11:

Would the Crown please clarify if any personal information from the European Union that could fall under
the General Data Protection Regulation (GDPR) is contained within or handled by the Solution?

Answer 11:
The Solution will not contain or handle any information that is subject to the GDPR.

Question 12:
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The RFP outlines that the Contractor and the Solution must comply directly with all relevant federal
legislation, regulations, policies, directives, standards and guidelines including (but not limited to) those
described in Appendix 4 to Annex A. The Contractor may not be aware of legislative changes or
amendments to policies without being advised by Canada during the fulfillment of the

contract. Therefore, we respectfully suggest that the Crown should add a statement that “Canada will
advise the Contractor of any additional policies, directives, and guidelines, as required.”

Answer 12:

Please see Change 20 in Amendment 002, wherein the following statement was added to Appendix 4 to
Annex A : “The Project Authority will advise the Contractor of any new or amended federal legislation,
regulations, policies, directives, standards and guidelines that impact the project”.

Question 13:

The Section 1.2.1 Internal User requirements list has a duplicated SOW Number Securelnt.05. Can the
second requirement be renumbered to be next in sequence? It would be: Securelnt.06 Ensures that
SCMS is accessible through a VPN.

Answer 13:
Securelnt.05 is identified twice in error. Please see Change 37 in this Amendment.
Question 14:

Can it be assumed that the solution will have access to peer test systems (government and third party) for
integration testing of the solution?

Answer 14:

The Contractor will need to detail all requirements for testing within their testing plan. Environments will
be provided based upon approval of those plans. The PWGSC project team will organize and coordinate
the solution integration testing internally, with the security partners (e.g. RCMP, CSIS) and third party
organizations (e.g. Credit Bureau). The Contractor will be responsible for the detailed aspects of the
integration testing with the security partner and third party representatives.

Question 15:

Mandatory Requirement M1/M2 specify that the “Bidder must provide three (3) Reference Projects similar
to that of ANNEX A, Sections 2 through 7, completed within fifteen (15) years of the date of Bid Closing
and have a public-facing internet-based information exchange component.”

In our experience, we have similar Federal Government intranet-facing projects which meet or exceed the
volumes requested in M1 and M2 as well as align closely to the remaining M1 and M2 requirements.
Given that the core requirements of the reference projects relate to BPR/CM/CRM, we believe that
showing a web based component which is either internet-based OR an intranet-based should be
sufficient to meet PSPC’s requirements.

We therefore ask that the M1 and M2 requirements be modified to include “a public facing internet or
intranet-based information exchange component”.

Answer 15:

Mandatory Criteria M1 and M2 in the Technical Evaluation currently states, “The Bidder must provide
three (3) Reference Projects similar to that of ANNEX A, Sections 2 through 7, completed within fifteen
(15) years of the date of Bid Closing and have a public-facing internet-based information exchange
component”. The public-facing internet exchange component is pertinent as the final solution will be
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utilized in the same fashion. As a result, a Federal Government intranet-based information exchange
project would be deemed non-compliant as the security requirements would be different than those for a
public facing internet project.

Question 16:

Will the Contractor be able to reuse the existing information exchange channel implementations for
communicating with PSPC ISS security partners, including RCMP, CSIS, CSE, DND, Credit
Bureau/Equifax? If yes, can the contractor assume that these implementations meet the data in-motion
and at-rest requirements for the ISST program?

Answer 16:

The Contractor should not assume that any existing information exchange channel; complies with the
proposed architecture, complies with security requirements, or meets business process requirements.

Question 17:

SC.33 - The Contractor must report all suspected or actual privacy and security violations as Security
Incidents for the duration of the contract. Can GC confirm or elaborate on the scope of this item. Are
these just violations internally within the contractor OR is there an expectation that the contractor is
performing some form of comprehensive monitoring of the environments?

Answer 17:

The intent of this requirement is purely reporting of actual privacy and security violations throughout the
Contract. For example, if the Contractor suspects or witnesses or has evidence that any individual,
Contractor or other, is tampering with the data or the system configuration, this incident must be reported
to GC.

Question 18:

In reference to Call Centre Integration:

Can PSPC confirm that there is no integration between call center technology and the Solution?
Answer 18:

At this time there is no plan to integrate existing call center technology and the Solution.
Question 19:

In reference to Annex A, Section 2: Business Requirements, 2.2 Detailed Requirements — Functional
Requirements, 2.2.1 Service Processing Application, APP-IM.16 (page 20 or 70);

Is this only archiving within the solution and/or the solution’s ability to interact with a 3rd party archiving
solution? If a 3rd party solution, please provide the additional requirements such as interface
specification, frequency, etc.

Answer 19:

With respect to ANNEX A, Section 2, business requirement APP-IM.16, case file archiving is expected to
be completed within the Solution. Please see Change 23 in this Amendment.

Question 20:

In reference to Annex A, Section 2: Business Requirements, 2.2 Detailed Requirements — Functional
Requirements, 2.2.1 Service Processing Application, APP-IM-27 (page 21 0f 70);
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Is this only archiving within the solution and/or the solution’s ability to interact with a 3rd party archiving
solution? If a 3rd party solution, please provide the additional requirements such as interface
specification, frequency, etc.

Answer 20:

With respect to ANNEX A, Section 2, business requirement APP-IM.27, case file archiving and the access
to archived case files is expected to be completed within the Solution. An amendment has been made to
APP-IM.27 for clarification. Please see Change 24 in this Amendment.

Question 21:

In reference to Annex A, Section 2: Business Requirements, 2.2 Detailed Requirements — Functional
Requirements, 2.2.1 Service Processing Application, APP-COM.03 (page 21 of 70) and 2.2.2 Web Portal,
WP-UE.Q9 (page 27 of 70);

Will GoC be providing the SMS gateway? If so, please provide the interface specifications and any
constraints related to its usage.

Answer 21:

With respect to ANNEX A, Section 2, business requirements APP-COM.03 and WP-UE.09, currently
PWGSC currently does not have a SMS gateway. Requirements APP-COM.03 and WP-UE.09 have been
amended to replace SMS with standardized email messages. Please see Changes 25 and 27 in this
Amendment.

Question 22:

Do you currently have a text messaging provider? If yes, please indicate which provider.
Answer 22:

Please see response to Question 21 in this Amendment.

Question 23:

In reference to Annex A, Section 2: Business Requirements, 2.2 Detailed Requirements — Functional
Requirements, 2.2.1 Service Processing Application, APP-COM.06 (page 21 0f 70) ;

(a) Question: How are the postal mailings to be accomplished? Is the solution solely required to print,
then handled by staff, or is there an interface file that is required to be created and sent to a 3rd party?
(b) Question: Are there specific volumetrics and time to complete measures that should be considered?

Answer 23:

With respect to ANNEX A, Section 2, business requirement APP-COM.06, printed correspondence will be
manually mailed by PWGSC. At this time there are no volumetric or time to complete measures to be
considered.

Question 24:

In reference to ANNEX A, Section 2: Business Requirements, 2.2 Detailed Requirements — Functional
Requirements, 2.2.1 Service Processing Application, APP-PPL.02 (page 21 Of 70);
Is this simply the ability to attach an image to a case file?

Answer 24:

With respect to ANNEX A, Section 2, business requirement APP-PPL.02, this is the ability to scan a
document using an external to the Solution scanner and to be able to attach that scanned file to a case
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file within the Solution. The Solution is not expected to interface with external scanners. An amendment
has been made to ANNEX A, requirement AP-PPL.02 for clarification. Please see Change 26 in this
Amendment.

Question 25:

In reference to Annex A, Section 2: Business Requirements, 2.2 Detailed Requirements — Functional
Requirements, 2.2.1 Service Processing Application, APP-RP.03 (page 23 of 70);

Do you have specific measurement criteria that you are looking to have monitored related to individual
workloads?

Answer 25:

With respect to ANNEX A, Section 2, business requirement APP-RP.03, at this time there is no specific
measurement criteria for monitoring individual workloads.

Question 26:

In reference to Annex A, Section 2: Business Requirements, 2.2 Detailed Requirements — Functional
Requirements, 2.2.2 Web Portal, WP-RP.01 (page 28 of 70);
What is considered the “GC Standards”?

Answer 26:

With respect to ANNEX A, Section 2, business requirement WP-RP.01 has been removed as the other
reporting requirements within the Web Portal component of the Solution will satisfy the ISS business
needs. Please see Change 28 in this Amendment.

Question 27:

In reference to Section 7.15.2 (page 35 of 40) and Section 7.15.3 (page 35 of 40) of the RFP, does
PWGSC agree to amend the RFP such that the limit of liability contained in Section 7.15.2(e)(ii) applies
also to any and all claims, whether first party or third party, and all resulting damages related to
infringement of intellectual property rights?

Answer 27:

PWGSC does not agree to amend the limitation of liability clauses present at item 7.15. These clauses
are standard TB approved clauses that have been developed in consultation with industry specifically for
the IM/IT commodity grouping.

Question 28:

In reference to Section 7.15.2 of the RFP (page 35 of 40), does PWGSC agree to amend the RFP such
that the limit of liability contained in Section 7.15.2(e)(ii) applies also to breaches by the Contractor of its
confidentiality provisions but only in relation to personal information as defined by applicable privacy law?

Answer 28:
See response to Question 27 in this Amendment.
Question 29:

In reference to Section 7.15.2(e)(ii) of the RFP (page 35 of 40), does PWGSC agree to substitute the 0.75
by 0.25?

Answer 29:

See response to Question 27 in this Amendment.
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Question 30:

In section 7.2.1.9, under Canada’s Obligation, the RFP states that Canada reserves the right to acquire
the work by other means. The RFP contemplates a significant business process re-design and a system
implementation. Since the RFP is being sourced through a competitive process where Canada will have
opportunity to evaluate the Bidder’'s proposed plans and approaches, we do not understand why Canada
would include such a requirement in addition to the termination clauses and penalties provided in the
Resulting Contract Clauses. We respectfully request that the reference be removed, as it could be used
to undermine the relationship between the Bidder and Canada, as an alternative to the dispute resolution
and termination provisions.

Answer 30:

The clause at item 7.2.1.9 refers to the portion of the Work to be performed under the Contract on an “as
and when requested basis” using a Task Authorization, as described under 7.2 Task Authorization and
sub-articles. It is not intended to undermine the relationship between the Bidder and Canada. Canada
does not agree to amend the clause at the present time.

Question 31:

With respect to item 7.28: within the draft RFP, there was a 3-month limit for transition services at no
charge at the end of the contract. In the final version of the RFP, the Bidder must commence transition
services 12 months prior to the expiration date of the contract, and for an unknown period. This change
puts the Bidder at significant risk since termination provisions favour the Crown and there is no cap on the
requirement. In our experience, these types of criteria will cause bidders to add contingency and cost to
their bids as a protection against the risk, artificially increasing the cost to Canada. We respectfully
request that the 3-month cap be re-instituted in the RFP, for clarity and to protect the Bidder against
unknowns that will artificially inflate costs.

Answer 31:

Canada has amended item 7.28 to limit the period of transition services. Please see Change 22 in this
Amendment.

Question 32:

Both the body of the RFP, as well as the accompanying SRCL, indicate that the bidder may use
resources from outside of Canada (i.e. NATO). Given that the system will be collecting, storing, and
processing sensitive personal background data on Canadian citizens for security clearances up to and
including Government of Canada Top Secret, can PSPC please confirm that it is not their intent to restrict
the bidders as follows:

a. Bidders qualified as Canadian company’s under FOCI; and
b. Bidder resources (especially those with access to technical, design and operational details) to
Canadian citizens, or other appropriate national security exclusions?

Answer 32:

The SRCL has been amended, with changes to Part A, items 7b) and 9, to indicate that this procurement
is restricted to Canada, including permanent residents, and that the supplier will be required to access
INFOSEC information or assets. Part 7, item 7.4 of the RFP has also been amended with the new
security requirements related to the above changes, including a requirement for a Foreign Ownership,
Control and Influence assessment. Please see changes 21 and 44 in this Amendment.
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Question 33:

Certain areas of Figure 2 of ANNEX A — Statement of Work are highlighted indicating “Procurement
Ongoing”.

a.

Does the term “Procurement Ongoing” refer to the current PSPC ISST Solicitation or to other
procurements?

b. Isthe implementation of these areas within the scope of the PSPC ISST Solicitation?
c. Ifthese areas are NOT within the scope of the PSPC ISST Solicitation what are the specific
products or services that will be used to implement the following areas in the diagram?
I.  Imaging/Scanning System
. Documents and Records Management System
M. Forms Management
Answer 33:

Figure 2 is currently under review, please see response to Question 35 in this amendment.

However, the following is still applicable for the Solution.

a.
b.

The term “Procurement Ongoing” will be replaced by the term ‘Under development’.

The Contractor is not responsible for the implementation of these areas. The Contractor is
responsible for all software configurations, development and integrations required for the ISST
Solution in accordance with the Statement of Work leveraging the proposed technology platforms
as outlined in ANNEX A. For example GCIP platform and its capabilities will be available for the
Contractor to configure when developing necessary messaging specifications required for
exchanging information with partner organizations.

The Contractor must leverage the proposed technology platforms as outlined in Annex A to
configure, develop and integrate the technologies to form the ISST Solution in accordance with
the Statement of Work. These areas are all within the scope of the ISST Solution configuration
mainly from an integration perspective.

i. Imaging/Scanning System: This system is in place and uses IBM DataCap technology. The
ISST Solution will need to receive information with this system.

ii. Documents and Records Management System: The Solution is expected to require the
storage, management and retrieval of data largely grouped into two categories: (1) Database or
Data Management System - processing-intensive, higher transaction structured data typically
associated with in-process requests and with company and personnel data, and (2) Document
and Records Management System — unstructured data typically associated with attachments that
should not be altered but must be retained for document & records management and evidentiary
purposes (e.g. passports, birth certificates etc.), representing low transaction, infrequent retrieval
rate processing.

Database or Data Management System

The Contractor must leverage existing products already licensed and in use by PWGSC, to
satisfy the requirements for non-sensitive, sensitive, and intensive information/data processing
purposes. The solution should use the GC standards of SQL Server/Oracle for any database
applications.

Documents and Records Management System
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The current GC standard for document and records management is OpenText Content Server,
which should be leveraged for unstructured data long-term storage. This would be the default for
items which are not required for dynamic processing, and includes (but is not limited to) static
attachments and manually submitted forms that are digitized for document and records
management purposes.

iii. Forms Management: Electronic fillable forms are created using Adobe products, however, the
Contractor is not responsible for form creation. There are two scenarios regarding the electronic
fillable forms:

1. Users can complete their request using the web portal, but instead of submitting
electronically, they choose to either save as a file or print it off. The resulting output
should be a read only pdf with a barcode that can be scanned upon receipt at ISS for
input and processing.

2. As a part of the ISS business continuity plan, if the system is down, users would have the
ability to download a fillable pdf, fill it out locally and submit to ISS. This pdf would create
a barcode, similar to scenario 1, which would be scanned upon receipt at ISS for input.

Canada is not looking for the Solution to create these fillable electronic pdf forms.

Please see Change 33 in this Amendment.
Question 34:

One of the mandatory requirements refers to a TBS policy for desktop productivity citing the Microsoft
suite as a basis for the requirement, and appearing to include the ADX Studio in this suite. However, ADX
Studio was not part of the original Desk Top suite as Microsoft had not acquired the company as of the
award date.

What is the basis for the inclusion of ADXstudio and will the Crown amend the SOW to allow other web
portal technologies to be considered?

Answer 34:

The basis for the inclusion of ADXStudio was that it meets the platform compatibility and case
management integration requirements for the Solution. Canada will consider the use of other proposed
commercial off the shelf (COTS) web portal technologies, provided that they meet the Solution
requirements. The SOW will be amended to reflect the removal of ADXStudio as the COTS web portal
technology. Please see Changes 31, 32, 34, 36 and 45 in this Amendment. Additional requirements for a
COTS web portal will be provided in a forthcoming amendment.

Question 35:

Issue — Security Scope: The RFP has stated an extensive, all-inclusive set of Government security &
privacy standards and policies as references within the RFP. Also contained in that document are a
number of security requirements, which includes a broad non-specific requirement to be compliant with
the CSE ITSG-33 Protected B Medium Medium profile. That profile contains 428 controls and sub-
controls, many of which are beyond the currently defined scope of the RFP.

Risk/Impact: The greatest risk for a bidder is to bid on services where the scope is not well defined and
where the potential cost variances are substantial. Unless more clarity can be brought to the exact
security (and security control) requirements, there is a significant potential risk to both the bidder and
PSPC for cost, effort and schedule.
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Recommendation: It is strongly recommended that PSPC more clearly define exactly what security
requirements a bidder will have to achieve for a successful delivery. This includes specifying which
controls in the ITSG-33 profile are applicable (such as selected controls in the IT Projects column), which
are the responsibility of the bidder, and which are the responsibility of Canada as the host and operator of
the supplied capability.

Answer 35:

As a result of an ongoing review of the business needs for security, it has been determined that the
appropriate security profile for the Solution is Protected B, High Integrity, Medium Availability (PB/H/M).
This represents a change from the current security profile identified in the SOW. Therefore, additional
security controls must be applied to the solution. These additional security controls are provided for
reference as an attachment to this amendment. However, the new security requirements resulting from
the security profile change and the new controls will be provided in a forthcoming amendment to Section
5. Note that not all ITSG-33 controls are to be implemented by the Contractor. Many of the technologies
to be integrated are implemented and have security controls in place. As well, security controls /
requirements pertinent to the infrastructure will be implemented by Shared Services Canada. The SOW
only contains those requirements which require effort on the part of the Contractor. It should also be
noted that during the Contract period, as the architecture is further developed, additional security controls
may arise or be recommended through the SA&A process (see Section 5: IT Security Requirements,
1.1.1 Security Assessment and Authorization Process). Please refer to Changes 29, 30, 35, 39, 40, 41
and 42 in this Amendment for changes related to the solution’s security profile. Additionally, refer to the
Additional Security Controls document, provided as an attachment to this Amendment.

Question 36:

Annex A - Statement of Work, SECTION 5: IT SECURITY REQUIREMENTS, 1.2 DETAILED
REQUIREMENTS, SC.41 (page 47 of 70) calls into play the entire Protected B Medium control set from
ITSG-33. This includes many controls that appear to be well beyond the scope of the RFP (e.g. network,
SOC, monitoring and SIEM services).

Could PSPC please indicate which of those controls are the responsibility of the bidder, and which would
be satisfied by Canada?

Answer 36:
Please see response to Question 35 in this amendment.
Question 37:

The conceptual architecture in Section 3, 1.1 identifies the SCMS iteration of MS Dynamics CRM as the
required case management solution. The paragraph following the conceptual architecture does not
specify SCMS but does identify MS-Dynamics CRM 2015 as the intended Case Management technology
for the solution. Would the Crown be able to clarify whether Microsoft Dynamics CRM 2015, or the
SCMS implementation of MS-Dynamics, is the intended CRM solution platform.

Answer 37:

PWGSC has standardized on the use of Microsoft Dynamics CRM 2015 (or higher) as the development
platform for Case Management applications. This is the required platform for the ISST Solution. The
SCMS instance of Microsoft Dynamics CRM, including associated functionalities and standards, should
be leveraged where possible and will be made available to the Contractor in order to identify areas of
applicability. An amendment has been made to replace references to SCMS with Microsoft Dynamics
CRM. See Changes 37 and 38 in this Amendment.
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ALL OTHER TERMS AND CONDITIONS REMAIN THE SAME
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l* (os}o&r:gr;?:nt g‘oté\g;r:z?am ’ Contract Number / Numéro du contrat
) EP243-17-0549 (Rev #3)
Securlty Classification / Classification de sécurité
3 Unclassified

SECURITY REQUIREMENTS CHECK LIST (SRCL)
LISTE DE VERIFICATION DES EXIGENCES RELATIVES A LA SECURITE (LVERS)
PART A - CONTRACT INFORMATION / PARTIE A - INFORMATION CONTRACTUELLE

1 Orlgmgﬂng Government Department or Organization
Ministére ou organisme gouvernemental d'origine

Public Services and Procurement Canada

Departmental Oversight Branch

2. Branch or Directorate / Direction générale ou Direction

3. a) Subcontract Number / Numéro du contrat de sous-traitance | 3. b) Name and Address of Subcontracter / Nom et adresse du sous-traitant

4, Brief Description of Work - Bréve description du travail

Industrial Security Systems Transformation Project
The objective of this procurement is to acquire System Integration Services in support of project delivery

S'agit-il d'un contrat de messagerie ou de livralson commerciales sans entreposage de nuit?

5. a) Will the supplier require access to Controlled Goods? Yes
Le fournisseur all;?;{-bfl accés a des marchandises contrblées? ' lltl‘gn O?ﬂ

5. b) Will the supplier require access to unclassified military technical data subject to the provisions of the Technical Data Control . No Yes
Regulations? 2 ¥ | Non Oui
Le fournisseur aura-t-il accés a des données techniques militaires non classifiées qui sont assujefties aux dispositicns du
Réglement sur le contrdle des données techniques?

6. Indicate the type of access required - Indiquer le type d'accés requis

6. a) Wil the supplier and its employees require access to PROTECTED and/or CLASSIFIED Information or assets? No Yes
Le foumlss‘;’::r ainsi que l?spemployésqaumnt-ifs accés A des renselgnements ou & des biens PROTEGES ellou CLASSIFIES? D Non Oul
ESpecHy the level of access using the chart in Question 7. c) .
Préciser le niveau d'accés en utililsant le tableau qui se trouve & la question 7. ¢)

6. b) Will the supplier and its eml:?loyeas .. cleaners, maintenance personnel) recluira access to restricted access areas? No Yes
No access to PROTECTED and/or SIFIED information or assets is permitted. Non Oul
Le fournisseur et ses employés (p.ex. neftoyeurs, Bersorénel d'entretien) auront-lls accés a des zones d'accés restreintes?
L'accés & des renseignemants ou & des biens PROTEGES et/ou CLASSIFIES n'est pas autorisé.

B, ¢) Is this a commercial courier or delivery requirement with no overnight storage? ! HD Sz?

on

7. a) Indicate the type of information that the supplier will be required to access / Indiquer le type d'information auquel le fournisseur devra avoir accés

Canada ] NATO / OTAN Foreign / Etranger | |

7. b) Release restiictions / Restrictions relatives a la diffusion

No release restrictions D - All NATO countries D No release restrictions D

Aucune restriction relative Tous les pays de 'OTAN Aucune rastriction relative

aladiffusion & la diffusion

Not releasable

A ne pas diffuser E]

Restricled to: / Limité a ; Restricted to: / Limité 2 : Restricted to: /Limitéa: [ _|

Specify country(ies): / Préciser le(s) pays : Specify country(les): / Préciser le(s) pays : ' Specify country(les): / Préclser le(s) pays :

Restricted to Canada, including Restricted to Canada, including )

permanent residents permanent residents

7. ¢) Level of information / Niveau d'in

PROTECTED A “| NATO UNCLASSIFIED, PROTECTED A

PROTEGE A NATO NON CLASSIFIE PROTEGE A D

PROTECTED B NATO RESTRICTED | PROTECTED B

PROTEGE B | NATO DIFFUSION RESTREINTE PROTEGE B L__.l,

PROTECTED C ; NATO CONFIDENTIAL PROTECTED C

PROTEGE C D NATO CONFIDENTIEL D PROTEGE C D
‘| CONFIDENTIAL D g NATO SECRET D CONFIDENTIAL D

CONFIDENTIEL 5 NATO SECRET CONFIDENTIEL

SECRET g COSMIC TOP SECRET SECRET

SECRET D COSMIC TRES SECRET D SECRET D

TOP SECRET TOP SECRET

TRES SECRET D TRES SECRET D

TOP SECRET (SIGI
D TRES SECRET (S IGIN?T) D

TOP SECRET (SIGI
TRES SECRE‘# (Slam')

THS/SCT 350-103 (2004/12)

Security Classification / Classification de sécurité . »
Unclassified Canadi




Government  Gouvernement :
.* o Canadta bragh o Contract Number / Numéro du contrat
’ EP243-17-0548 (Rev #3)
Security Classification / Classification de sécurité
Unclassified

PART A (continued) ! PARTIE A (suite)
8. Will the supplier require access to PROTECTED and/or CLASSIFIED COMSEC information or assets? No Yes
Le fournisseur aura-t-il accés & des renseignements ou & des biens COMSEC désignés PROTEG!‘SS et/ou CLASSIFIES? Nen Oui
If Yes, indicate the level of sensitivity: :
Dans l'affirmative, indiquer Je niveau de sensibilité :

9. Will the supplier require access to extremely sensitive INFOSEC information or assets: No Yes
Le fournisseur aura-t-il accés & des renseignements ou & des biens INFOSEC de nature extramement délicate? Non Oui

Short Title(s) of material / Titre(s) abrégé(s) du matériel :

Document Number / Numéro du document :
PART B - PERSONNEL (SUPPLIER) / PARTIE B - PERSONNEL (FOURNISSEUR)
10. a) Personnal security screening level required / Niveau de contréle de la sécurité du personnel requis

. RELIABILITY STATUS CONFIDENTIAL . SECRET | TOP SECRET
COTE DE FIABILITE CONFIDENTIEL SECRET TRES SECRET
TOP SECRET - SIGINT . NATO CONFIDENTIAL NATO SECRET COSMIC TOP SECRET
TRES SECRET - SIGINT NATO CONFIDENTIEL NATO SECRET COSMIC TRES SECRET
SITE ACCESS

ACCES AUX EMPLACEMENTS

Special comments: See attached Security Specification Guide
Commentaires spéciaux : i

NOTE: If multiple levels of screening are identified, a Security Classification Guide must be provided.
REMARQUE : Si plusieurs niveaux de contrdle de sécurité sont requis, un guide de classification de la sécurité doit tre fourni.

10. b) May unscreened personnel be used for portions of the work? No Yes
Du personnel sans auterisation sécuritaire peut-il se voir confier des parties du travail? Non Oui
If Yes, will unscreened personnel be escorted: No Yes
Dans l'affirmative, le personnel en question sera-t-ii escorté? Non | Oui

PART C - SAFEGUARDS (SUPPLIER) / PARTIE C - MESURES DE PROTECTION (FOURNISSEUR)
INFORMATION / ASSETS / RENSEIGNEMENTS / BIENS

11. a) WIll the supplier be required to receive and store PROTECTED and/or CLASSIFIED information or assets on lts site or \(;e?
remises? u|
Ee fournlsseur sera-t-ll tenu de recevoir et d'entreposer sur place des renseignements ou des biens PROTEGES et/ou
CLASSIFIES?

11. b) Will the supplier be required to safeguard COMSEC information or assets? Yes
Le fournisseur sera-t-il tenu de protdger des renseignements ou des blens COMSEC? Oul

PRODUCTION

11. ¢) WIll the production {(manufacture, and/or repalir and/or modification) of PROTECTED and/or CLASSIFIED material or No Yes
equipment occur at the supplier's site or premises? Non Oui
Les installations du fournisseur serviront-elles 4 la production (fabrication et/ou réparation et/ou modification) de matérial
PROTEGE et/ou CLASSIFIE?

INFORMATION TECHNOLOGY (IT) MEDIA / SUPPORT RELATIF A LA TECHNOLOGIE DE L'INFORMATION (T1)

11. d) WIll the supplier be required to use its IT systems to electronlcally process, produce or store PROTECTED and/or No Yes
CLASSIFIED information or data? Non Cui
Le fournisseur sera-t-Il tenu d'utiliser ses progras systémes Informatiques pour traiter, produlre ou stocker électroniquement
des renselgnements ou des données PROTEGES el/ou CLASSIFI ES?

11. &) WIll there be an electronic link between the supplier's IT systems and the government department or agency? No Yes
Disposera-t-on d'un lien électronique entre le systéme informatique du fournisseur et celul du ministdre ou de 'agence Non Oui
gouvernementale?

Security Classification / Classification de sécurité ot

Unclassified CaIlada.
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l.‘. Sfog:g;fgeen* ff‘é‘;’:::’a"( Contract Number / Numéro du contrat
EP243-17-0549 (Rev #3)
Security Classlfication / Classification de sécurité
Unclassified

PART C (continued) | PARTIE C (suite)
For users completing the form manually use the summary chart below to indicate the category(ies) and level(s) of safeguarding required at the supplier's

site(s) or premises.
Les utilisateurs qui remplissent le formulaire manuellement doivent utiliser le tableau récapitulatif cl-dessous pour indiquer, pour chaque catégorie, les

niveaux de sauvegarde requis aux installations du fournisseur.

For users completing the form online §v|a the Intenef), the summary chart Is automatically populated by your responses to previous questions.

Dans le cas des utilisateurs qui remplissent Ie formulaire en ligne (par Internet), les réponses aux questions précédentes sont automatiquement salsles
dans le tableau récapitulaif.

SUMMARY CHART / TABLEAU RECAPITULATIF

Category PROTECTED CLASSIFIED NATO COMSEC
Catégorie PROTEGE CLASSIFIE
A | B | C | Confidential | Secret | Top NATO NATO NATO |COSMIC|  Protected Confidential | Secret | Top
Secret | Restricted | Confidential | Secret [ Top Protégé Sacret
Confidentie Secret Confidentiel
Trésl Dml‘gn NATO cq_femlc Al|lB|C STresl
Secre S acrel
Restreinte | Conndentiel Secret
Information / Assets
Renselgnements / Blens
Production
IT Media
Support Tl
IT Link
Lien électronique
12. a) Is the description of the work contalned within this SRCL PROTECTED and/or CLASSIFIED? No Yes
La description du travall visé par la présente LVERS est-elle de nature PROTEGE et/ou CLASSIFIEE? Non Oui
If Yes, classify this form by annotating the tor and bottom in the area entitled “Security Classification”.
Dans I'affirmative, classifier le présent formulaire en indiquant le niveau de sécurité dans la case Intitulée.
12, b) Will the document attached to this SRCL bs PROTECTED and/or CLASSIFIED? M No Yes
La documentation associée a la présente LVERS sera-t-elle PROTEGEE et/ou CLASSIFIEE? Non Oul
If Yes, classify this form by annotating the top and bottom In the area entitled "Security Classification” and indicate with -
attachments (e.g. SECRET with Attachments).
Dans |'affirmative, classifier le présent formulaire en indiquant le niveau de sécurité dans la case Intitulée « Classification
de sécurlté » au haut et au bas du formulaire st indiguer qu'll y a des pidces jointes (p. ex. SECRET avec des pléces Jointes).
Security Classification / Classification de sécurité s

Unclassified Ca_rlada.

TBS/SCT 350-103 (2004/12)




1 jo | abed

€00 QINY — S|0J3u0) AHIndas [euonippy

"SISeq 9sed
Aq ased e uo spew
sl ajyo.d |eyuswpedsp
B Ul uoIsn|oul
‘Apuanbasuo)
‘SWwa)sAs ||e
1o} paJinbai jou si jeyy
Aujigedes pasueape
Jo/pue pazieoads
Aian e salyoads
JUBWAOUBYUS/|0JJUOD
Aunoas sy

"awify Jo suoljelnp oyoads Jo
‘Aep Jo awi} ‘y@am ay} Jo sAep ulepad 0}
abesn Bunolysal Aq ‘ejdwexs Joj ‘pasn
8¢ UBD Sjunoooe WajsAs uoljewojul
UOIYM Japun S9OUB)ISWNDIIO JO SUONIPUOD
oyoads 8y} 8quosap ued suoljeziuebiQ

‘[sjunoooe
wa)sAs uonew.ojul
pauljep-uoneziuebio

Juswubissy] Joy [suoipuod
abesn 1o/pue saouesWwNoI

paulap-uoneziuebio
‘Juswubissy] seolojus
wa)sAs uonewJoul ay |

SNOILIANOD 39VsN |
INIWIDVYNYIA INNODOY

|eoluyos |

INIWIOVNVIN
1INNOOJV

()

poddng=g ‘g|qisuodsay=y
juswubissy pajsabbng

anbojeje) [043u0)
AUN2ag Y¢g Xauuy £6-HS 1| O UOISIAA $10Z Jaquiasaq 0§ uo paseq uoidiiosap sjo3uo?) :9JoN

sjo1u09 Anoeg [eUOIPPY



1 jo z obed

£00 ANV — S|0J3U0) AMINJ3S [euoHIPPY

‘onjews|qoud
jeymawos aq Aew
JUBWOUBYUS/|0J}U0D
Anoas

sIy} Jo uonejuswaldwi
‘Apuanbasuo)
‘sjuauodwod

(SL102) s13us

-9y -}jO-lelosswwo)
a|qe|ieAe Ajipeal
Buisn Jow aq jouued
JUBWOUBYUS/|0JJUOD

L-NV ‘9-NVY

:S|0JJUOD paje|ay Wa)SAS uoiew.oul
ayy Aq papinoid Ayjigeded uoneinbiyuod
pue juswabeuew paziejusd

ay} Joddns 0} Jusuod jipne palinbail jo
uo[}09|9s dU} 8}eulIpI00d suoleziuebiQ
‘(uojewolne Bueyssaoau) uoieoo|
|esjuad e wouj painbiuod ag spJodal
Jpne ul painjded aq 0} Jusjuod ay}

‘[sjusuodwoo
wa)sAs uonew.oul pauep
-uoneziuebio ;Juswubissy]

Aq pajessusb spiooal

ypne u| painjded aq 0}
JUBJU0D 8y} JO uoleINBluoD
pue yuswabeuew
pazijesuad sapirold

waysAs uolewloul 8y |
1LN3LNOD

40903y 11dNVv A3aNNv1d
40 INJWIDVYNVYIN
d3ZITvY1IN30 | SaH003y

SAY0O3y 11anv

Ayunoss sy Jey} salinbas Juswadoueyus 0Juod SIy | 11dNV 40 INJLNOD 1821Uyod | 40 IN3J1NOD (2) € nvy
SJuNoooE WalsAs adinw
eIA slasn a|buls Aq SUOISSaS JUBLINJUOD
SS9IPPE JOU S0P PUE SJUNOJOE WA)SAS
UOlEWJOJU| JO} SUOISSSS JUdLINDUOD
S9sSaIppe [04jU0d SIY]| ‘suoljesldde
|BOI}LIO-UOISSIW JO SUIBLIOP SAIIISUSS
Alenonued ul Bupjiom sjenpialpul
10 slojesjsiuiwpe Wa)sAs Joj SUOISSOS
JUBJINJUOD JO Jaquinu 8y} Jwi| Aew ‘[4equinu paulep
suolezjuebio ‘ajdwexs Jo4 "uoljeuIquiod -uonezjueblo Juswubissy]
B 10 )Unodoe Aq ‘(uoneordde 0} [edA} Junoooe
ol1oads ‘urewop ‘1asn paba|iaud J0/pue JuUnodoe paulep
-uou ‘Jasn pabajiaud 6'8) adA} Junoooe -uoneziuebio ;Juswubissy]
Aq ‘Ajleqo|b sjunoooe WaisAs uoiew.oUl | Yoea Joj SUOISSaS JUaIINOU0D TOYLINOD
10} SUOISSaS JUa1INdU0D JO Jaquinu 10 Jaquinu a8y} spwi| NOISS3S
wnuwixew ay} auyap Aew suoneziuebiQ waysAs uoiewuopul 8y (v) |eoluyos | 1INIHHNONOD oL ov




1 jo ¢ abed

£00 ANV — S|0J3U0) AMINJ3S [euoHIPPY

‘(SS9 10 Spu02as

Ul SIN990 JSJE 0} UOI}O8}ap JUSAS

woJ} awi ayy “a°1) paads ABojouyos)
uofjewlojul Je sabessaw asay)

apinoid spoje awiy-|eay ‘sebessaw
juabin yum suoneziuebio apiroid sus|y

‘[spele swp

-|eal Buninbal syuaas ain|iey
Jpne pauyep-uonezjuebio
Juswubissy] 11220

Sjuans alnjie} Jipne Buimojjoy
8y} usaym [suoljeoo| Jo/pue
‘so|0J ‘|jauuosiad paulep
-uoneziuebio ;Juswubissy]
0} [pouad awiy-|eas pauyep
-uoneziuebio ;Juswubissy]
ul pa|je ue sapiroid

waysAs uonewsoul 8y |
S1H37V FNIL-TVIY

| S39NTIV4 ONISS3IO0Nd
11dnv OL 3ISNOJS3y

|ealuyos |

S3dNTIv4
ONISS300dd
lianvy

Ol 3SNOJS3d

nvy




1 jo ¢ obed

£00 ANV — S|0J3U0) AMINJ3S [euoHIPPY

'sIseq 9seo

Aq ased e uo spew

sl a|jo.d |eyuswnedap
e ul uoisnjoul
‘Apuanbasuo)
‘'swayshs ||e

1o} paiinbal jou si jeyy
Ajigeded pasueape
Jo/pue pazjeloads
Aian e sayoads
JUBWAOUBYUS/|0J}U0D
Anoas siyl

€2-0S ‘L1-0S

‘91-0S ‘€1-0S ‘8-0S ‘¢1-08S :s|osuod
paje|ay ‘(sidieoal abessaw |eybip
‘sainjeubis |eybip “6°8) swsiueyossw
Jo sanbjuyoa) snouea Buikoldwa

Aq sa9o1A19s uoljelpndal-uou uieyqo
suojjeziuebliQ ‘uonew.oul oly10ads
paAlaoal Jo (ysenbai juswainooid

e Buinosdde “yoesyuod e bulubis ‘jlews
ue Buipuas “68) suopoe a1j19ads 300}
[eNPIAIpUI UE J| JO ‘|enpiAlpul Jenoled e
woJj pajeulBlio uonewlojul I sUIWIB}eP
0} pash 8 ued sadlAlas uolelpndal
-UON ‘sjuawnoop paubis Buirey

jJou jo sauojeubis (A1) Jo ‘sabessaw
panIadas Buiney jou JO Si1aA1998l

(1) ‘sebessaw papiwsuel; Buiney

Jou Jo stapuss (1) ‘sjuswnoop Jejnojued
paloyjne Buiaey jou jo sioyine (1) :Aq
swieo Jaje| Jsuiebe sjenpiaipul syosj0.d
uonjelpndal-uon ‘(3oesyuod e Bujubis 1o
9oua.Inouod Buneaipul “6°8) uonew.ojul
Buinosdde ‘sabessaw Buinigoal

pue Buipuas ‘uonew.ojul Bunesalio
‘ajdwexa 1oy} ‘epnjoul uolelpndal-uou
Aq pa1ano9 suoloe |enpialpul jo sadA |

‘[uoneipnda.

-uou Aq palanod aq 0}
suoloe pauysp-uoneziuebio
Juswubissy] pawiopad
Buiney Buihusp Ajasie
(Ienpialpul ue Jo jleyaq uo
Bunoe sseo0id 10) |ENPIAIPUI
ue jsuiebe syoaj0.1d

waysAs uoiewojul 8y (v)

|ealuyos |

NOILVIaNd3d

“NON ol nvy




1 jo G abed

£00 ANV — S|0J3U0) AMINJ3S [euoHIPPY

"yoeq|jol yoddns

0} [waysAs uonewioul ay}
JO suoneInbiyuod suljeseq
10 suoIsIaA snoiaald paulep
-uoneziueblio ;Juswubissy]
sulejal uoieziuebio ay |

"SpJ0da. uoneInByuod pue SNOILVHNOIINOD
‘sa|l} uoleINBiU0D ‘DleMULl ‘DIEMYOS SNOIATHd
‘alempiey ‘s|dwexa 1o} ‘opnjoul 40 NOILN313Y
Kew xoeq||os poddns 0} suopeinBbiuod | NOILYHNOIANOD NOILYHNDIANOD
auljeseq jo suoiston snoinaid Bululejey 3INIT3Sva | leuonesado 3ANIT3Svd (g) 4 [\le)
‘[sploysaiyy
awi} paulyep-uoneziueblio
Juawubissy] ulypm [eusyuo
JUBAS 9|qe}08[aS paulep
/-NV :|01ju0d pajejay -uoneziueblo Juswubissy]
*SINOY UIY}IM JO ‘Sa)nuiW UIYHM ‘auwi} uo paseq [syusuodwod
-|eas Jeau ‘a|dwexa Joj ‘pabueyo ale waysAs uonew.oul
SUOI}OE }JIpNEe YdIym Ul Sp|oysaly} awi} pauyap-uoieziuebio
ysi|qessa ueo suoneziuebiQ -buiodal Juswubissy] uo pawlopad
pue ‘sisAjeue ‘uoionpal Jipne ajey|ioe) 0} | aq o} Bunipne ay} abueyo o)
SJUBA® JO }8s olj10ads e 0} pajwl| aq Aew [se)04 10 sjenpialpul paulyep
Bunipne ‘uoiippe uj ‘suolenys jealy} -uonezjueblo Juswubissy]
uledD SSaIppe 0} papuslxa aq Aew 104 Ayjigeden ay} sepinoid
$90IN0SAI WAISAS UOIIBWIOMI SAISSUOD wa)sAs uonewuoul 8y |
0} pajiwil s! yey} Buipny ‘sjuswaiinbail SIVNAIAIANI
Jeuoneziuebio 198w 0} Alessaoau se a3zIvoHLNY
Bunipne ywi| Jo pudjxs 0} suoneziuebio A9 SIONVYHO NOILVH3INIO
S$9|qeus Juswadueyus |0JJU0D SIy L | NOILYY3NIO Llany 1821Uyo8 | lianv (€) cl nvy




1 jo 9 abed

£00 ANV — S|0J3U0) AMINJ3S [euoHIPPY

20UYNS ||IM
swislueyoaW [enuew
10 @sn 8y} sased Jsow
ul ‘swisiueyosw yons
JO @sn ay} 0} s}yduaq
SNOIAQO ale 818y}
SlIYAA “Wsiueyosw
pajewoine

ue Jo asn ay} sayoads
JUBWAOUBYUS/|0J}U0D
Anoas siyl

‘pala|dwo9 aJe walsAs
uolew.ojul ayy o} sabueyo
panoidde uaym [jsuuosiad

pauyap-uoieziuebio

Juswubissy] AynoN (4)

pue {waj}sAs uojewloul sy}
0} sabueyo |je Juswnoo( (8)
‘paniadal

ale sjeaoldde pajeubisap
13un waj)sAs uonew.oul

ay} 0} sabueyo Jqiyoud (p)
‘[pouad awy pauyep
-uoneziuebio ;Juswubissy]
Aq panoiddesip

u@aq aAey Jo panoidde
ua9( Jou dARY Jey) WalsAs
uonewojul ay} o} sabueyo

pasodoud ybiybIH (0)

‘{lenosdde

abueyo jsenbai pue waysAs
uonjewlojul ayy o} sabueyo
pasodoud jo [sanuoyine
|leaosdde paulap-paziuebio

‘Juswubissy] AjoN (9)

‘woyshs

uonjewJojul ay} o} sabueyo
pasodoud uswnoo(q (e)

:0} SWsIuBYOSW pajewoine
sAojdwa uoneziuebio ay|
SIONVHO

40 NOILI9IHOYd

/ NOILVOIHILON /
1ININND0A d3LVINOLNY
| TOY.LNOD IONVHO
NOILVINOIINOD

|leuonesadQO

JTOYLNOD
JONVHO
NOILVdNOIINOD

[\le)




1 jo 2 abed

£00 ANV — S|0J3U0) AMINJ3S [euoHIPPY

VO leutsiul
‘ZVO eusdixe
‘pJenbajes ppy

‘S|iejed SSli

'SjuNoooe
pabajinlid-uou 0} ssadoe
}JOM}BU JO} uoiednuayine
Jojoeinw syuswaidwi
wa)sAs uonewloyul ay |
SINNODJV
A3oITAIYd-NON

01 SS30JV ¥YJOMLIN
[ NOILVOILNIHLNY
ANV NOILVYDIdILN3AI

|ealuyos |

(s¥3sn
TVNOILVZINYOHO)
NOILVOILNIHLNY
anvy
NOILYOIdILNIAl

VI

'EVO leulsiul
TVO1 [eUIS)Xd
‘pJenbajes ppy

‘S|ieyed SSli

'9-0V :|04}u0d paje|dy

'sjunoooe
pabajiaud 0} ssadoe
}IOMJBU Joj uoieousyne
Jojoeyyinw syuswa|dwi
wa)sAs uonewloul 8y |
SLINNOJJV AIDITIAIEL
OL1 SS300V YHOMLIN

[ NOILYOILNIHLNY

ANV NOILVYOIdILN3dI

|ealuyoa |

(s¥3sn
TVNOILVZINVOHO)
NOILVOILNIHLNY
anvy
NOILYOIdILNIAl

Vi

"8-IND :|04)U0D pajelRy

‘[ebesn weiboid

9JEM}JOS JO SUOIHIPUOD

pue swJa) a8y} buizuoyine
sa|nJ {[suonouysal

pue abesn weiboid asjemyos
Buipseba. saroljod paulysp
-uoneziueBio ;Juswubissy]
‘(40w Jo BUO) UOI8|BS]
UM 8oUBpIodo. Ul
uonnoaxa welbolid syuanaid
waysAs uolewsoul 8y |
NOILNO3IX3

NVYHO0Hd LNIATHd

| ALIMYNOILONNA 1SV

|leuonesadQO

ALITYNOILONNA
1Sval

[\le)




1 jo g abed

£00 ANV — S|0J3U0) AMINJ3S [euoHIPPY

‘sjunoooe

paba|iAld-uou 0} sseooe
|e20] 10} uonesnuUBYINe
Jopoeynw syuswaidwi

waj)sAs uonewlojul 8y | (s¥3sn
SINNOJJV AIDITAIEL TYNOILYZINYOHO)
-NON OL SS302V VOO NOILVOILNIHLNY
| NOILYOILNIHLNY anv
ANV NOILVOIdILNIdI |ed1uyos | NOILYOIdILN3AI (¥) Vi
“Jeauy}
Jspisul ue payjusp!
sey v 1 e yi Ayjigeded
Jpne ayy usyjbuans
0} pasn aq p|noo
JUBWIBOUBYUS/|0J}U0D
Aunoas sy
'8U0Z Pa||0Au0d
e U] suop aq p|noys
juswabeuew |y
"JUBWIBOUBYUS/|0}U0D 'sjunogoe
AjInoas ajeuls)e pabajiald o0} sseooe
ue Buisn passaippe aq |e00| Jo} uoneonuayIne
Jouued Ayjigedeo sy Ji JoyoepNw syuswa|dwi
paiidde aq pinoys jey} waj)sAs uonewojul 8y | (s¥3sn
|ospuo0 Bupyesuadwod S1INNODJV AIDIFAINC TYNOILVYZINYOHO)
€ paJapIsuoo si 01 SS3J0V VOO NOILVOILNIHLNY
juswisdueyus/jo3uod | NOILVOILNIHLNY aNv
Ajunoes siy1 '9-OV :|04ju00 paje|sy ANV NOILVOIJILNI3AI 1edluyos | NOILYOIdILNIAI (g) VI




1 Jo 6 obed

£00 ANV — S|0J3U0) AMINJ3S [euoHIPPY

D0UNS ||IM
swisiueyosw [enuew
JO @sn a8y} sesed jsow
ul ‘swisiueyosw yons
JO @sn 8y} 0} sjysuaq
SNOIAQO aJe 818y}
aJIy\ “wsiueyosw

'sseo0ud
Buipuey juspioul ayy yoddns
0} SWsIUBYOaW pajewoine

pajewo}ne ‘swieyshs sAojdwa uoneziuebio ay|
ue Jo asn ay} sayoads Juswabeuew juapioul auljuo ‘ajdwexs S3SS30038d ONITANVH
juswieadoueyus/|0u0d Joj ‘epnjour sesseo0.d Bujpuey juspioul LN3AIONI d3LVNOLNY ONITANVH
Apunoas siyL Buioddns swsiueyosw pajewony | ONITANVH LNIAIONI | [euonesadO LN3AIONI (1) Al
‘siseq 9seo
Aq ased e uo spew ‘[suswaiinbai
sl 9|joud |eyuswnedap Ayjfenb uaxo} paulep
e Ul uoisnjoul -uoneziuebio ;Juswubissy]
‘Apuanbasuo) Ajsnes jey) swsiueyosw
‘'swa)shs ||e ‘IMd Jejnoided e yum Buiiom shojdwae ‘uoneonuayine
1o} paiinbal jou sI jeyy Se yons ‘suay o} Jo} sjuawalinbal paseq-uao0} aiempiey
Ayjigedeo paoueape oly1oads aulep suopeziuebiQ | Joj ‘waysAs uonewlsoyul 8y |
lojpue pazijefoads "paed (Ald) uonedyLaA Ajjusp| [euosidd | NOILYOILNIHLINY a3svd
Aian e sayoads JUBWIUIBAO0S) "S'( BY} SE Yons ‘suay o} -NIMOL IHVYMAYUVYH
JUBWadUBYUS/|0J}U0D peseq-|yd 0 asn 8y} 0} siayau A|jedldAy [ INIWIOVYNYIN INIWIOVYNVYIN
Aynoss siyL uofjedijusyine paseq-usoj alempley HOL1VOIILNIHLINY 1821UYO8 | HO1VOILNIHLINY (11) VI




71 Jo 0| abed

£00 ANV — S|0J3U0) AMINJ3S [euoHIPPY

‘S

-\/S :|0JU0D pale|ay ‘Wa)sAs uolew.oul
ay} jo uonejuasaidas uoneuswaldw
ay) se 0} paulajal A||eoldAy ale
SOlleWAYDS dJemMpley pue apod 82IN0S
‘Ajljeuonouny Jueas|al-Ajunoas Buipiroid
S9INPOW U9dM}a] S9EDIUI BY} puUE
(s1empaey Buipnjoxa jou INQ) siemuly
pue aiemyos uo siseydws Jenoied
UHM SB|NpOoW JO SWJd) Ul passaidxe

S| wajsAs ay) Joy ubisap |9A8]-MO| 8y |
‘Ajljeuonouny Jueas|al-Ajunoas Buipiroid
Swa)sAsgns Usam)aqg saoepaul

2y} pue swalsAsgns a|dinw Jo swa) ul
passaidxa s| wa)sAs ay} Jo} ubisap [9A9]
-ybiy 8y "S9NPOW BI0W JO BUO UIBJUOD
ued Wa)sAs ay} ulyym waysAsqns

yoe3 ‘swajsAsqgns a|dninw ojul
pauonied aq ued swalsAs uonewIo|
‘Bunyse) pue sisAjeue Joj syuswaiinbal
pue ‘Aoualjisal/ssaulylomisni}

10} sjuswalinbai

‘sjuswaiinbal ssauisng/uolssiw

Uo paseq SaOIAISS W)SAS

uonewJoyul Jo ‘sjusuodwod wayshs
‘swa)sAs uonewJoyul [euoneziueblio

ul pakojdwa sjo4juod Ajunoas

Jo} uoljejusWINOOp uoneuaWwa|dwl

pue ubisap ul [1e)1ep JO S|9A9)

jualayip aiinbai Aew suoneziuebiQ

‘lireyep

0 |aA9] paulyep-uoneziuebio
‘Juswubissy] je [[uonewloul
uonejyuswsa|dwi/ubisap
pauysp

-uoneziuebio ;Juswubissy]
{soiewayos aiempley

10 9p02 921nos ‘ubisap
|on8]-mo| ‘ubisap |anal-ybiy
{S90BLI9)Ul WB)SAS [BuIB)Xd
jueAs|aJ-Ajunoas :(aiow

10 8U0) UoNdd|8g] :sapnjoul
Jey) pakojdwa aq 0} S|0JjU0D
Aynoas ayj 1o} uonew.oyul
uonejuswsa|dwi pue ubisap
apInoid 0} 89IAIBS W)SAS
uoljew.oyul Jo yusuodwod
wa)sAs ‘wajsAs uopew.ojul
ay} jo Jadojanap au
salinbal uoneziueblio ay |
STOHLNOD ALIIND3S
dO4 NOILVINHOANI
NOILVLNINITdINI

/ N9IS3d

| S$300¥d NOILISINDOY

juswabeuel

SS300dd
NOLLISINDOV

VS




71 4o || abed

£00 ANV — S|0J3U0) AMINJ3S [euoHIPPY

"6-VS ‘L-IND :S]0Jju0d pajejoy

'S90.N0S [BUJIB)XS WO} papiroid aie
S99IAJ8S pue ‘sjod0jo.d ‘suod ‘suoiouny
yoiym BuiApuapl suoneziuebio

UM SBOIAISS WS)SAS uofjewlojul
|eulaIxa Joj sjuswalinbal saquosap
6-VYS "pajuswa|dwi usaq sey 99IAI9S
wa)sAs uonew.oul Jo ‘yusuodwod
wa)sAs ‘wa)sAs uonew.ojul ay) Jaye
s|oJyuo2 Anoas jo Bumijoaal Ajjsod
SpIOAB S92IAIBS pue ‘s|ooojold ‘suod
‘suoiouny Jo uoneoynuapl Alle3 “(os op
0} slapinoid 80IAI9S WB)SAS Uoljewlojul
Buuinbai uaym 1o) saoialas Jo ‘sjooojoid
‘spod oyoads Buidoo|q Ul paAjoAU
S}j0-apel} 8y} PUE}SISPUN PUB SYSL

ybiy Ajuessadssuun asod jey) sadInIes

10 ‘sjoo0j0.d ‘spod ‘suonouny Jo asn

8} 9z|wiulw JO ploAe 0} suoljeziuebio
sd|ay 8]9A2 8jI] BY} Ul JUBWIBA|OAUI

Alea siy| "ao1n8s Wa)sAs uonewlojul Jo
‘Jusuodwod wa)sAs uonewlojul ‘waysAs
uofjewloyul ayj jo ubisap ay} aouanjjul 0}
suoneziuebio smojle (seseyd ubisap pue
uoniuyep syuawailinbai [eul sy Buunp
“B69) 9942 8yl| Juswdolansap walshs

ay) ul AlJea sadlAIas pue ‘sjooojoud
‘spod ‘suoljouny Jo UoiedIIuSpI 8y |

‘asn |euonezjuebio

10} PapUB)U] SBIAISS pue
‘sj0o0jo.d ‘spod ‘suonouny
ay} ‘a]9Ao a8yl Juswdojanap
wa)sAs ay) ul AJes

AJjuspi 0} 89IAI8S WYSAs
uofjewulojul 4o ‘yusauodwod
wa)sAs ‘wajsAs uopew.ojul
ay} Jo Jadojanap ay}
salinbal uoneziuebio ay|
3SN NI

S3DINY3S / ST100010¥d
/ S1d0d / SNOILONNA

| S$300¥d NOILISINDOY

juswabeuel

SS300dd
NOLLISINDOV

VS




71 Jo z| sbed

£00 ANV — S|0J3U0) AMINJ3S [euoHIPPY

‘oljews|qo.ld aq Aew
JUBWAOUBYUS/|0JJUOD
Anoss

sIy} Jo uonejuswaldwi
‘Apuanbasuo)
‘sjuauodwod S| 0D
a|qe|ieAe Ajipeal

Buisn jow aq jouued
JUBWOUBYUS/|0JJUOD
Ajunoas siyy

‘J9AOMOH "Sased jsow
ul pabeinoous A|buois
sl a|jo.d |eyuswpedap
e ul uoisnjoul
‘Apuanbasuo)
aonoeud }seq

9Q 0} PaJapISU0d SI
JUBWAOUBYUS/|0J}U0D
Anoas siyl

9-dN ‘v

-0V ‘€-0V :S|04JU0D pale|ay "So|0J/siasn
a|buls Ajuo ale a8y} yaiym Joy

Swa)sAs uofewlojul ulyym sjusuodwod
(1) 10 ‘suonollSsal MOJ} UolEeLLIO}UI
9Je|oIA 0} paje|ndiuew ale s90IN0sal
paJeys alaym (sjpuueyds Buiwi

Jo/pue abeioys Buipnjoul) sjpuueyd
PaA09 (11) {paAowal o pasels Ajjeuiwou
uaaq sey jey} ejep Jo uolejuasalidal
|enpisal 0} s1a}al Yolym adousuewsal
uonewJojul (1) :SSaJppe Jou S0P [0JjU0D
SIy] "uonoajold uonewIoul [BNPISAI pue
asnal 199(qo se 0} pallajal Aluowwod
OS|e S| $92IN0SaJ paleys Ul Uoljew.ojul
O |0JJUOD By "SWa)SAS uoleWIOoUI

0} YoB(Q pases|al Usag dAeY S99IN0Sal
asouy} Jaye (sysip pley ‘Alowaw

ulew ‘sisjsibal 6°9) $90IN0SdI WB)SAS
paJleys 0} SS89298. Ule}qo Jey) (sassaooid
JUB1IND JO) S8|0J/SIasN JualIind

Aue o} a|qejieae bBulaq woly (se|jol/siasn
Joud jo jeyaq uo Buioe sassasold

JO suojoe 8y} Jo) sajol/siasn Joud

10 suonoe ay} Aq paonpoud ‘uonjew.oul
10 suonejuasaidal pajdAsous Buipnioul
‘uoljew.oul sjudAaid [0JjU0D SIY ]

*'S92IN0Sdl
wa)sAs paieys elA Jajsuel)
uoljewllojul papuajuiun
pue pazuoyneun sjuaaaid
wajsAs uonewlogul ay] (v)

|ealuyos |

S304dN0S3d
a3aydvHs
NI NOILVINHOALNI

o)




€00 ANV — $|043u0) A31INd3S [eUORIPPY
71 o ¢| abed

‘pPaJIanoosIp ase
saljewoue uaym [[(s)uonoe
aAljeuls)e paulep
-uoneziuebio ;Juswubissy]
‘wa)sAs uonewloul

3y} speysal ‘umop

wa)sAs uonewlojul ay} sinys
‘(840w J0 BUO) UOIB|BS]
wajsAs uonewdoyul sy (Q)
's}so} uoneollan AJunoes
pajie;} jo [sa)ou Jo [puuosiad
pauyap-uoieziuebio
‘Juswubissy] saiou
wa)sAs uonewuoul 3yl (9)
‘[[Aouanbauy
pauyap-uoneziuebio
Juawubissy] ‘ebajiaud
ajendoidde yym Jasn

Aq puewwod uodn ‘[saje}s
|euolisuel} waysAs paulep

9-ND ‘Z-V¥D :S|04u0d pajelay “sybi| -uoneziuebio ;Juswubissy]

SE 4ons suopeodlpul aiempley Jo/pue :(8J0W J0 BUO) UONIB|BS]

‘s9|0su09 Jajndwod |eo0| 0} sebessaw uoljeollIaA Ssiy} swuopad

‘slojeJisiuiwpe WajsAs 0} suale wa)sAs uonewlogul ay (g)

0lU0J}09d ‘a|dwexa Jo} ‘Dpn|oul SwWajsAs ‘[suonouny

uonewJoyul Aq papirold suoiieoiiloN | Aynoas paulep-uoneziuebio
"Moge pue ‘umopinys ‘Mejsal ‘dn-pejs Juswubissy] jo NOILVOIdIF3A
wa)sAs ‘ajdwexa 1o} ‘epnjoul swayshs | uolelado 1081100 8y} SalLISA IVYNOILONNA

uoljew.oyul Joj Saje)s jeuonisuel] | walsAs uonewsoyul 8yl (y) | |euonesado ALIYND3S 9 IS




71 jo y| abed

£00 ANV — S|0J3U0) AMINJ3S [euoHIPPY

"JN220

s9|1} A})IND3S [EDIIID 0} SUONRIIIpPOW
pazioyjneun usym spsje Jpne
Buriabbuy 1o ‘wa)sAs uonew.oul ay}
Buney ‘sabueys ay) Buisianal ‘s|dwexs
10} ‘sapn[oul SWa)sAs uolew.Ioul
|euonezjuebio ulyym splenbajes ouoads
Jo uonjejuswaldwi dewoNy "yjog Jo
uoljeuiquiod e (111) Jo ‘(saulyoew jo sadAy
olj109ds e 10} aiemulll 100q ‘SIemull
j00q “6°8) uonewJoul oyoads Aq

(1) ‘(eyep Jasn ‘aiemyjos ‘asemuwuy “6°9)
uonewloyul jo adAy Aq (1) :sesuodsal
Ajewoue pue Buiyoayo Ayibajul

JuaJiayip auyep Aew suoneziuebiQ

‘palanoosip
ale suope|oin Ajubajul usaym
[[sptenbajes Ajunoas paulep
-uoneziuebio ;Juswubissy]
sjuswajdwi ‘wa)sAs
uoljewlojul 8y} speysal
‘umop wiasAs uonew.ojul
ay} sinys :(ssow Jo

auo) uonosjeg] Ajjeonewoine
waysAs uonewloul 8y |
SNOILVTIOIA

ALIYOILNI OL ISNOJS3IY
A3LVNOLNY | ALIMOFLNI
NOILVINHOANI ANV
‘FIVMNYIS ‘TEVYMLI0S

|leuonesadQO

ALIYO3LINI
NOILVINHOANI
ANV ‘FHVMNYIL
‘FUVMLH0S




