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RETURN BIDS TO:
RETOURNER LES SOUMISSIONS À:
Bid Receiving - PWGSC / Réception des soumissions -
TPSGC
11 Laurier St. / 11, rue Laurier
Place du Portage, Phase III
Core 0B2 / Noyau 0B2
Gatineau
Québec
K1A 0S5
Bid Fax: (819) 997-9776 CCC No./N° CCC - FMS No./N° VME

SOLICITATION AMENDMENT
Time Zone

MODIFICATION DE L'INVITATION  
02:00 PM
2018-05-31

Fuseau horaire
Eastern Daylight Saving
Time EDT

Destination:  Other-Autre:

FAX No. - N° de FAX

(819) 956-2675

Issuing Office - Bureau de distribution

Informatics Professional Services Division / Division 
des services professionnels en informatique
Les Terrasses de la Chaudière
10, rue Wellington, 4ième
étage/Floor
Gatineau
Québec
K1A 0S5

indicated, all other terms and conditions of the Solicitation

The referenced document is hereby revised; unless otherwise

remain the same.

les modalités de l'invitation demeurent les mêmes.

Ce document est par la présente révisé; sauf indication contraire,

Instructions:  Voir aux présentes

Instructions:  See Herein

Delivery Required - Livraison exigée Delivery Offered - Livraison proposée

Vendor/Firm Name and Address

Comments - Commentaires

Raison sociale et adresse du
fournisseur/de l'entrepreneur

Title - Sujet
IT Security Services TBIPS
Solicitation No. - N° de l'invitation

B8926-170507/A

Client Reference No. - N° de référence du client

B8926-170507
GETS Reference No. - N° de référence de SEAG

PW-$$ZM-620-33512

File No. - N° de dossier

620zm.B8926-170507

Solicitation Closes - L'invitation prend fin
at - à
on - le
F.O.B. - F.A.B.

Plant-Usine:

Address Enquiries to: - Adresser toutes questions à:

St-Jean Valois, Joanne

Telephone No. - N° de téléphone

(613) 858-8273 (    )

Destination - of Goods, Services, and Construction:
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620zm
Buyer Id - Id de l'acheteur  
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(type or print)
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de l'entrepreneur (taper ou écrire en caractères d'imprimerie)

Signature Date

2018-05-24
Date 

004
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SOLICITATION AMENDMENT 004

This amendment is raised to:

1. Provide answers to Bidders questions in relation to the above solicitation in Appendix A-8, and
2. Amend the Request for Proposal (RFP) as detailed in Appendix A-9 below.

APPENDIX A-8

QUESTIONS and ANSWERS

Question 19:

With respect to Part 4 – Evaluation Procedures and Basis of Selection, Section 4.3 and 4.4 (pg 19-21) , we 
strongly believe that CIC has put themselves at huge risk with the financial evaluation methodology of this RFP. 
One major concern we have with this RFP is using a 60/40 selection methodology and setting the lower median 
band to 20%. This lowest cost evaluation (if Vendors are scoring equally), typically drives rates down in a market 
where the demand for expert Security Risk Management resources is High. There are current Federal Government 
clients that are now victims of significant delivery and performance issues having used a low cost evaluation 
model less than 18 months ago. Given there are so many clients issuing capacity-based contracts for Security 
services, demand has increased dramatically and the pool of available resources has decreased to the point where 
procurement/contracting risk is being escalated to the Senior levels and in some cases re-procurement (time, cost, 
service interruption) are introducing major project risks. Removing barriers to companies either buying the 
business or not understanding the business well enough to price their bids properly, is the only way to mitigate 
this risk. We are aware of many Government clients that have awarded contracts where low price prevailed over 
quality or substance and the results seem to feature, quite consistently, consultants that do not have the required 
knowledge, leading to frequent turn-over and client staff pre-occupation with contracting details rather than the 
outcomes of the work at hand. 

In summary, awarding a contract to the lowest cost suppliers does not balance the need for corporate experience 
in IT Security Risk Management with the practical nature of on-demand specialized resourcing. We are of the 
firm belief that the evaluated resource grids were not particularly difficult to score full points and therefore, has 
placed a reasonable emphasis on lowest price. By using this evaluation method, this RFP could be won by a firm 
bidding lower rates but unprepared for the delivery challenges in the resulting contract, particularly when issuing 
dual vendor, multi-year contracts in a market when the IT Security pool is shrinking and demand for these 
resources is increasing exponentially.
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We therefore respectfully request that the Crown reconsider proceeding with this lowest quality method of supply 
that only attracts less qualified resources and increased turnover and consider the following:

 

1. Changing the 60/40 selection methodology to 80/20 for less than 3 compliant bids
2. For more than 3 compliant bids, would the Crown consider reducing the 20% below median to 10% 

below median and award 0 points for all firms 10% below the median? This will prevent bidders from 
presenting unreasonably low prices and the possible switching out of resources once the contract is 
awarded and to reflect fair market pricing.

Answer 19:

1. If we obtain only 2 compliant bids, they would both get a contract per the intent of the RFP and the 
requested change will have no impact on the evaluation. For this reason, the 60/40 ratio remains 
unchanged.

2. Reducing the lower band to -10% would not have much impact on the financial evaluation. First, there is 
no point allocated to the pricing in this RFP and hence, no point will be awarded for scoring a financial 
rate above or below the lower medium band limit. As well, if a bidder can substantiate or justify its price 
under the -20% limit, that same bidder will also be able to provide the same justification if the lower band 
is set at -10%. For these reason, the lower band limit will remain at minus 20 percent (-20%).

Question 20:

The Bidder seeks clarification to the answer provided pursuant to amendment #2, question #3 as it would appear 
that it contravenes the Standard Acquisition Clauses and Conditions (SACC) manual and Part 3 – Bid Preparation 
Instructions to the RFP in relation to joint venture instructions. Given that a joint venture bidder may rely on the 
experience of one of its members to meet any given technical criterion of the bid solicitation, would the Crown 
please confirm that MTC1 mandatory technical criterion can be met by any member of the joint venture?

Answer 20:

We suggest you to follow carefully the instructions of the joint venture experience in part 3 of the RFP to meet the 
mandatory technical criterion for MTC1.
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Question 21:

Ref Attachment 4.3, Pricing Schedule - The estimated number of resources for the C.5 PKI Specialist category 
is quantity one (1) for the two contract periods and option periods year 3 and year 4 yet is increased to a quantity 
of five (5) for option period year 5. Is this correct? Please confirm.

Answer 21:

This is an administrative error, therefore, the estimated number of resources for the C.5 PKI Specialist category is 
quantity one (1) for the two contract periods option period year 5 and not five (5).

Question 22:

RE: TRA and SA&A Analyst

Would the Crown accept the following certification:

 Certified Information Privacy Professional/Canada

Answer 22:

The following certification will be added to the list:

IAPP Certified Information Privacy Professional (CIPP)

Question 23:

 

RE: Methodology, Policy & Procedures Analyst 

Would the Crown accept the following certification: 

 Certified Governance of Enterprise IT (CGEIT) 
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Answer 23:

The suggested certification will not be accepted. 
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APPENDIX A-9

Amend the RFP as follow:

At Attachment 4.3 ATTACHMENT 4.3

PRICING SCHEDULE
1. At Attachment 4.3, Pricing Schedule for Option year 5 is amended as follows:

For C.5 PKI Specialist the Estimated number of Resources have been revised from 5 to 1

INSERT:

Option Period - Year 5
(A) (B) (C) (D) (E) (F)

Resource Category
Level of 

Expertise

Estimated 
Number of 
Resources

Estimated 
Number of 
Days per 
resource

Firm Per Diem Rate 
or Median Rate (if 

applicable) Total Cost (CxDxE)
C.1 IT Strategic IT Security Planning and 
Protection Consultant

3 1 240 $ $

C.2 IT Security Methodology, Policy & 
Procedures Analyst

2 2 240 $ $

C.3 IT Security TRA and SA&A Analyst 3 5 240 $ $

C.5 PKI Specialist 3 1 240 $ $

C.11 IT Security VA Specialist 3 1 240 $ $

C.12 Incident Management Specialist 2 2 240 $ $

Total Price (Option Period - Year 5):$(To be determined)

2. At Attachment 4.2 Point-Rated Technical Criteria RTC5, Resource #2 – C.3 IT Security TRA and Security 
Assessment and Authorization (SA&A) Analyst, Level 3 is amended as follows:

INSERT the following certification:
IAPP Certified Information Privacy Professional (CIPP)
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3. At Attachment 4.2 Point-Rated Technical Criteria  RTC7, Resource #3 – C.3 IT Security TRA and 
Security Assessment and Authorization (SA&A) Analyst, Level 3 is amended as follows: 
INSERT the following certification:

IAPP Certified Information Privacy Professional (CIPP)

4. At Annex C Security Requirement Check List is amended as follows:

DELETE is in entirety
INSERT: Annex C Revised May 22 2018

  








