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This amendment is being raised to revise the Security Requirement for this solicitation.  
 
 
 
At Article 6.1 Security Requirements:  
Delete: In its entirety.  
Insert:  
 
1.  The Contractor/Offeror must, at all times during the performance of the 

Contract/Standing Offer, hold a valid Facility Security Clearance at the level of SECRET, 
with approved Document Safeguarding at the level of SECRET, issued by the Canadian 
Industrial Security Directorate (CISD), Public Works and Government Services Canada 
(PWGSC). 

 
2.  The Contractor/Offeror personnel requiring access to CLASSIFIED/PROTECTED 

information, assets or sensitive work site(s) must EACH hold a valid personnel security 
screening at the level of SECRET, or RELIABILITY STATUS, as required, granted or 
approved by the CISD/PWGSC. 

 
3.  The Contractor MUST NOT utilize its Information Technology systems to electronically 

process, produce or store any sensitive CLASSIFIED information until CISD/PWGSC 
has issued written approval.  After approval has been granted, these tasks may be 
performed at the level of PROTECTED A. 

 
4.  Subcontracts which contain security requirements are NOT to be awarded without the 

prior written permission of CISD/PWGSC. 
 
5.  The Contractor/Offeror must comply with the provisions of the: 
 
 (a)  Security Requirements Check List and security guide (if applicable), attached at 

Annex C; 
 (b)  Industrial Security Manual (Latest Edition). 
 
 
NOTE:  There are multiple levels of personnel security screenings associated 

with this file.  In this instance, a Security Classification Guide must be 
added to the SRCL clarifying these screenings. The Security 
Classification Guide is normally generated by the organization's project 
authority and/or security authority. 

 
 
 
 
At ANNEX “C” - SECURITY REQUIREMENTS CHECK LIST:  
Delete: In its entirety.  
Insert:  
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This form must be completed in addition to SRCL question 7.b) when multiple release restrictions are therein 
identified and/or in addition to SRCL question 10.a) when multiple levels of personnel screening are therein 

identified. 

Part A - Multiple Release Restrictions: Security Classification Guide 
To be completed in addition to SRCL question 7.b) when release restrictions are therein identified.  Indicate to which levels of 

information release restrictions apply.  Make note in the chart if a level of information bears multiple restrictions (e.g. a portion of the 
SECRET information bears the caveat Canadian Eyes Only while the remainder of the SECRET information has no release restrictions.) 

Canadian Information 

Citizenship 
Restriction 

 

PROTECTED 
 

CLASSIFIED 
 

A B C 
 

CONFIDENTIAL 
 

SECRET 
 

TOP SECRET 

 
TOP SECRET 

 (SIGINT) 

No Release Restrictions                            x    
Not Releasable 
 

       

Restricted to: 
 

                                      

Permanent Residents 
Included*  

       

NATO Information 
Citizenship 
Restriction 

NATO 
UNCLASSIFIED 

 

NATO 
RESTRICTED 

 

NATO CONFIDENTIAL 
 

NATO SECRET 
 

COSMIC TOP SECRET 
 

All NATO Countries      
Restricted to: 
 

     

Permanent Residents 
Included* 

     

Foreign Information  

Citizenship 
Restriction 

 

PROTECTED 
 

CLASSIFIED 
 

A B C 
 

CONFIDENTIAL 
 

SECRET 
 

TOP SECRET 

 
TOP SECRET 

(SIGINT) 

No Release Restrictions        
Restricted to :                                                           

Permanent Residents 
Included* 

       

COMSEC Information  

Citizenship 
Restriction 

 

PROTECTED 
 

CLASSIFIED 
 

A B C 
 

CONFIDENTIAL 
 

SECRET 
 

TOP SECRET 

 
TOP SECRET 

(SIGINT) 

Not Releasable 
 

       

Restricted to: 
 

       

DND ONLY Embedded Contractor 
(Access to Controlled Goods) 

Restriction Yes NO 

SECRET clearance with 
CEO applies 

  

*When release restrictions are indicated, specify if permanent residents are allowed to be included. 
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Part B - Multiple Levels of Personnel Screening: Security Classification Guide 
 

To be completed in addition to SRCL question 10.a) when multiple levels of personnel screening are therein identified.  Indicate which 
personnel screening levels are required for which portions of the work/access involved in the contract. 

Level of Personnel 
Clearance  

(e.g. Reliability, Secret) 

Position / 
Description/Task 

Access to sites and/or 
information. 

 Levels of Information to be 
accessed. 

Citizenship  
Restriction (if any) 

Secret One resource in each 
category must be 
Secret 

  

Enhanced Reliability All remaining 
resources must be 
Enhanced Reliability 

  

    

    

    

    

 

Part C – Safeguards / Information Technology (IT) Media – 11d = yes 
IT security requirements must be specified in a separate technical document and submitted with the 
SRCL 

 

OTHER SECURITY INTRUCTIONS 

 
This contract will have three resource categories: 
(2) Senior Researcher, (4) Specialist Researcher and (4) Technical Support Researcher 
 
 
 
 
 
 
 
 
 
 
 
 

 


