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RFx000106 

QUESTIONS AND ANSWERS 

RFP – SECURITY SCREENING SOLUTION 

AUG. 6, 2019 
__________________________________________________________________ 

Question 1: 

Livescan Software 

In mandatory requirement "M1",the requirement only asks for hardware and does not ask for 
Livescan software.   

Can CMHC clarify the requirement to request that the proponent provide an RCMP 1.7.8 
vendor-certified "Livescan System", certified with a FAP50 scanner block? 

Since the RCMP is the authority, RCMP terminology is being used which can be found on the 
following link: http://www.rcmp-grc.gc.ca/en/businesses      

To be even more specific, the proponent needs to be certified for either: All MAP (Civil) 
application types or; minimally the Federal Government Application Type within the Federal 
Government agency profile.  Without specifying this level of detail, a proponent's solution may 
not be usable by CMHC. 

CMHC Response:  

CMHC requires a complete solution which includes all necessary software.  CMHC will not 
specify any particular software as this will be up to the Proponent to provide based on their 
solution. 

Question 2: 

The Solution must provide up to six (6) RCMP vendor-certified FAP50, "or equivalent or better" 

FAP stands for Fingerprint Acquisition Profile.  It is an FBI biometric NIST standard identifying 
the size of the fingerprint scanner's capture area sometimes referred to as "The Platen".  It is an 
FBI biometric Appendix F certified standard supported by the RCMP and not a fingerprint 
brand.   

Please refer to the table partway down the following FBI page for more 
detail:  https://www.fbibiospecs.cjis.gov/Certifications/FAQ  

The rows on this table representing the FAP10 - FAP45 standard are not currently allowed to be 
used by the RCMP (since they are not Appendix F certified) and the RCMP only allows RCMP 

https://can01.safelinks.protection.outlook.com/?url=http%3A%2F%2Fwww.rcmp-grc.gc.ca%2Fen%2Fbusinesses&data=02%7C01%7CProcurementSourcing_Sourcesd%27approvisionnement%40cmhc-schl.gc.ca%7Cc8835996b9b14affc5ab08d709f3b662%7C38b7fc89dbe84ed1a78b39dfb6a217a8%7C1%7C1%7C636988814653182731&sdata=FVbTkn5SRTM2Yqp2O32wZwFO%2BoedXEA4iNbfN84VMXY%3D&reserved=0
https://can01.safelinks.protection.outlook.com/?url=https%3A%2F%2Fwww.fbibiospecs.cjis.gov%2FCertifications%2FFAQ&data=02%7C01%7CProcurementSourcing_Sourcesd%27approvisionnement%40cmhc-schl.gc.ca%7Cc8835996b9b14affc5ab08d709f3b662%7C38b7fc89dbe84ed1a78b39dfb6a217a8%7C1%7C1%7C636988814653182731&sdata=Xeh6dDnU0GFnBpkwALduhI49K6trS1f5HcwOEvUMCqg%3D&reserved=0
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scanner block certification for Appendix F certified scanners. Therefore, only the FAP50 or 
FAP60 standard is allowed by the RCMP.  

To clarify the requirement, can CMHC remove "or equivalent or better" since it is not clear what 
would be better or equivalent than a FAP50 standard (with a Capture Dimension size of 3.2 x 
2.0) since FAP50 offers the most portable solution that can be certified by the RCMP 

CMHC Response: 

The equipment can be equivalent or better as long as the equipment is RCMP certified.  CMHC 
will not remove this criteria.  

Question 3: 

In M2: "The Solution must validate the information provided on identification documents such 
as drivers, license, etc. against the information submitted via a web service;"   

Could CMHC better explain this requirement?    

Could CMHC indicate which Deliverable in the deliverable section it relates back to? 

It seems to be deliverables:  

v)  Forms Management on page 42 of the RFP:  "Make demographic data available for importing 
by fingerprinting system"? 

vi)  Fingerprinting "Eliminate double entry and barcode scanning by reusing TBS form data" 

If it does, could CMHC update the requirement accordingly?   

Note that CMHC has not requested barcode scanners as part of the solution so there is no way to 
read the 2D barcode data from a driver’s license.  Data on these documents would therefore need 
to be keyed into the system unless the requirement is changed.  

CMHC Response 

CMHC is looking for a solution that validates data provided by an applicant from documents 
such as drivers’ licenses or passports including DOB, name and addresses and then allows the 
data to be uploaded to the fingerprinting system.  For example, if an applicant provides a driver’s 
license with his/her name, CMHC must be able to compare that name (and other information) to 
the online web application (portal) and the fingerprinting system at the time the fingerprinting is 
done. There is no need for barcodes. 

Question 4: 

A. Under Section 4 - Proposal Requirements: 
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1. For Response item 4.6 - Pricing Proposal, the details below the list describe 4.6 as ”Project 
Management Plan".  

Is "Project Management Plan" an Additional Response Item or included in error? It is not in the 
Appendix E Checklist. 

CMHC Response: 

The numbering has been corrected in Amendment #01.  All criteria in Section 4 is mandatory 
unless indicated otherwise.      

Question 5: 

2. For Response Item 4.7 - Financial Information  

You are asking that the proposal be organized and submitted with Financial Information as a 
section but the description (listed as 4.8) states that the Proponent is not expected to submit 
confidential financial information with their proposal.  

Can you confirm if you would like the proposal to include Financial Information as a section. If 
yes, can you confirm that it is acceptable to state the following under that section: "Although 
Gambit is not submitting confidential financial information with the proposal we understand and 
agree that CMHC reserves the right to conduct an assessment of the Lead Proponent(s) financial 
capacity". 

CMHC Response: 

Financial Information may be requested of Lead Proponent but is not mandatory when 
Proponent’s at time of proposal submissions.  This has been corrected in Amendment #01. 

Question 6: 

Section 4 included details for 4.9, 4.10, 4.11 but they are not on the main Response Item list. 

Can you confirm that they are not required as part of the proposal response but are the details of 
the review that may be conducted and the documents that are required of the lead Proponent. 

CMHC Response: 

See response to Question 5.   

Question 7: 

B. In Appendix E - Mandatory Compliance Checklist   

Can you confirm that all of the Mandatory Compliance Items are listed given the questions 
above? 
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CMHC Response: 

The Mandatory Compliance Checklist has been revised in Amendment #01. 

Question 8: 

Can you please confirm whether proponents need to register on the CMHC web site in order to 
participate in this tender? 

CMHC Response: 

Proponents are not required to register on the CMHC web site. 

Question 9: 

Related to the CMHC Q&A response to Question 2: 

"The equipment can be equivalent or better as long as the equipment is RCMP certified.  CMHC 
will not remove this criteria." 

Is it possible that CMHC believes that "FAP50" is a brand of fingerprint scanner when in fact it is 
an FBI standard approved by the RCMP? 

Please refer to the FAP50 row in the table partway down the following FBI page for more detail:  
https://www.fbibiospecs.cjis.gov/Certifications/FAQ. According to this FBI page, a FAP50 
scanner is: Appendix F Certified; has a capture dimension of 3.2 inches x 2.0 inches and can 
capture up to 4 fingerprints at a time. 

Can CMHC confirm that they understand that FAP50 is a standard used by the FBI and the RCMP 
to certify vendors and not a brand of fingerprint scanner? 

Given that "The Solution must provide up to six (6) RCMP vendor-certified FAP50, or equivalent 
or better", and "FAP50" is a standard, the only thing "equivalent" to a FAP50 can mean it is any 
FAP50 scanner. Can CMHC provide a definition of what they would define as "better"  than a 
FAP50 given the definition of a FAP50 above? 

For mandatory requirement - M1, the portion of the requirement indicating "The fingerprint FAP50 
device must be certified for ruggedness based on the following tests...", can CMHC remove the 
second FAP50 reference in M1 for clarity (given that the scanner does not actually need to be a 
FAP50) such that this portion of the requirement would now be "The fingerprint device must be 
certified for ruggedness based on the following tests....".  Alternatively, could CMHC add the term 
"or Equivalent or better" to this second reference? 

A FAP60 scanner is similar to a FAP50 with the exception that the capture dimension of a FAP60 
is 3.2 inches x 3.0 inches rather than 3.2 inches x 2.0 inches.   
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Can a vendor bid a FAP60 fingerprint scanner to satisfy this mandatory requirement assuming this 
scanner is RCMP-certified and satisfies the other part of M1 including: 

"The scanners must resist abrasion and be able to capture quality fingerprints from hands that are 
dry, moist or dirty from both young and older subjects. The scanners must resist latent prints, 
meaning the platen does not need to be cleaned between captures. The scanners must be resistant 
to heat, humidity, sunlight and extreme cold typically encountered in Canada’s weather profiles. 
The fingerprint device must be certified for ruggedness based on the following tests: 

a) Drop and Shock test - passed MIL-STD-810G 516.6 Procedure IV- Transit Drop (6 feet drop 
onto concrete surface and device still working); 

b) Water test on entire surface - sensor platen does not leak and scanner still functions normally 
after test; 

c) Operating temperature - -10C to +55C 

d) Storage temperature - MIL-STD 810G 5o1.5 Procedure 1 (80C) and 502.5 Procedure 1 (-40C) 

CMHC Response: 

The Solution must provide up to six (6) RCMP vendor-certified and FAP50 certified scanners 
which meet all the specifications and criteria described in the RFP.   

The fingerprint scanners described above must satisfy all the criteria detailed in M1 as well as all 
other criteria outlined in the RFP.  

Question 10: 

For mandatory requirement M3:  "The Solution must import configurable applicant data from an 
external cloud based as well as file based on CMHC’s data and use it to automatically generate an 
email that includes a link to TBS330-23, Personnel Screening, Consent and Authorization Form. 
The email must be applicant specific;" 

Could CMHC clarify this requirement? The first "based" may need to be removed.   

What is the difference between importing configurable applicant data from an external cloud or 
from a file?  In both cases, are they not still just files?  Could CMHC indicate if the external cloud 
is SAP SuccessFactors?  If it is, can the requirement also be interpreted as follows: The Solution 
must import configurable applicant data from an external file based on CMHC’s data; and the 
solution must allow the external cloud to send configurable applicant data to the Solution based 
on CMHC’s data". 

Does CMHC need a way (such as a data entry screen) for the solution to initiate the applicant-
specific email without depending on a file or an external cloud? 

CMHC Response: 
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The Solution must import configurable applicant data from external files and cloud-based 
applications such as SAP SuccessFactors and send the configurable data to the Solution based on 
CMHC’s data.  

The Solution must work with SAP SuccessFactors. 

Question 11: 

General 
Can CMHC indicate why the RFP closing date was delayed by 3 weeks?   

CMHC Response: 

CMHC is extending the closing date to allow time for translation of the RFP and Q&A’s. 

 

 

 

 


