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This solicitation amendment 002 is issued to: 
 

Part 1 - Answer the questions from the Industry 
 
**Please note: Word Documents submitted with Amendment 002 are for access to clickable links 
only.  

 

 

Part 1 
Answers to Questions from the Industry 

Number Question Response 
1 ESDC has identified a requirement 

for a SaaS solution in this RFP, 
with substantial amounts evidence 

required to meet these 
requirements which is prohibitive 
for products that could otherwise 
meet the requirements outlined in 
this RFP.  For products to provide 
this evidence without it already in 

place, there would be a substantial 
level of effort and cost, limiting 
proposals on this RFP.  Since 

Shared Services Canada (SSC) 
has cloud infrastructure available 

for Government of Canada 
programs that would meet all 
ESDC requirements to protect 

confidentiality, integrity and 
availability within a PBMM 

environment, would the crown 
consider responses to this RFP 

where the solution was hosted by 
Shared Services Canada’s cloud 
offering instead of by the bidder?  

This option would allow for 
submissions of appropriate 

products at a more reasonable cost 
to ESDC, while still meeting all 

product, service and data 
requirements. 

The Crown seeks a solution that includes a full and 
complete stack of cloud service models (SaaS, Paas, 

IaaS) provided by the Bidder.  
 

For the Bidders that don't have in place the evidence 
of a full compliance with the PBMM requirements, the 

Crown encourages them to partner with a cloud 
service provider that has that evidence. 

 
Such cloud service providers have had the evidence 
validated by having completed the Canadian Centre 
for Cyber Security's (CCCS) "Cloud Service Provider 
IT Security Assessment Process" (for the IaaS and 

PaaS service layers). 
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2 The RFP states that there are 
approximately 30,000 employees 

and four main user groups of 
approximately 3,000 within ESDC.  
Shall we make mass notifications 
available to all employees (severe 

weather/threats) in a certain 
geographical location) then focus 
other roles/limitations for the four 

user groups and 3,000 approximate 
employees (20 and 2980)?  

Yes,  only the alert communication (or mass 
notifications)  part of the delivery  would pertain to all 

employees (approx. 30,000).  
 

The other roles/limitations would apply to the four 
groups that make up to 3,000 main users, who would 
use most parts of the application. One of those groups 

are the  20 users in the Administrator role. 

3 The below paragraph states 
potentially making this system 
available for any department or 

Crown Corp, would this simply be 
to facilitate future procurement by 
these entities who may purchase 

independently if needed? Any 
clarification would help.  

 
ESDC is the Initial Client that will 

use the EMAS (the "Software as a 
Service Solution”). However, this 

bid solicitation will also allow 
Canada to make the Software as a 
Service Solution available to any 
department or Crown corporation 
(as those terms are defined in the 

Financial Administration Act) or any 
other party for which the 

Department of Public Service and 
Procurement Canada is authorized 

to act from time to time under 
section 16 of the Department of 
Public Works and Government 
Services Act (each a "Client"). 

Although Canada may make the 
Software as a Service Solution 

available to any or all the Clients, 
this bid solicitation does not 
preclude Canada from using 
another method of supply for 
entities of the Government of 

Canada with the same or similar 
needs. 

Correct.  Other departments or Crown corporations 
can use this agreement to acquire their own EMAS 

solution, with the same terms and conditions. 

4 Given that there are over 100 
combined mandatory and rated 
requirements for this solicitation, 

we would like to respectfully 
request a two (2) week extension to 
the submission deadline to provide 
sufficient time to meet the criteria. 

The Crown and ESDC agrees to a two (2) week (i.e. 
14 calendar days) extension to the submission 

deadline.  
Closing March 5, 2020. 
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5 Could the Crown please confirm 
that all firms engaged in 

contributing to the preparation of 
the statement of work are 

prohibited from responding to the 
request for proposal as per Part 1, 

section 1.4? 

In accordance with the Part 1, Section 1.4, Canada 
confirms that any company or individual that has 

participated in the preparation of the Statement of 
Requirements is prohibited from bidding. 

6 Does the vendor need to have a 
currently deployed EMAS SaaS 
solution used by others clients? 

There is no currently deployed SaaS EMAS solution. 
Canada requires a Bidder to propose a commercial 

SaaS offering, i.e. one that has already been in use by 
many clients, and that is able to conform to the 

Statement of Requirements, thus becoming EMAS. 
7 Can the vendor deliver a multi-

tenant solution for ESDC (as the 
first tenant) with support for 

multiple tenants out of the box to 
enable other Government of 

Canada departments to use the 
solution? 

Bidder must provide evidence of tenant's data 
segregation between Canada departments, adherent 
to all of the Canada's security policies and standards. 

8 Our corporation is in the process of 
obtaining “Protected B” status. 

Does this need to be obtained prior 
to submission or this needs to be 
completed before we have access 
to Protected B information – when 

the contract is awarded? 
Where can we find the list of data 
centers providing cloud services 

that have “Protected B” rating? We 
have found that AWS and Azure 
are compliant. Are there others? 

Do we need to have servers 
currently installed in these data 

centers at time of submission to be 
compliant? 

The actual Protected B status (certification) of the 
proposed solution must be in place before contract 

award. However, for the bid, Bidder must must  
demonstrate that they are in the process of obtaining 

Protected B status (compliance).  
 

The list of Canada's registered cloud providers that 
provide cloud services rated Protected B can be found 

at this link:   
https://cloud-broker.canada.ca/s/?language=en_CA 

 
AWS and Azure are on that list. 

 
 
No, as with any public cloud service provider, no 
actual servers are expected to be installed as the IaaS 
provider already has installed all hardware to support 
a commercial SaaS solution. 

9 Some mandatory requirements 
(e.g. M5, M6, M8) refer to the data-
centers hosting the service. If the 

solution is hosted in PBMM-
certified Hyperscale Cloud Provider 

(e.g. Microsoft Azure), is it 
sufficient to refer to the certification 
of the public cloud service provider 

without needing to delve further 
into the physical infrastructure 

specifics of how the Hyperscale 
cloud provider implements the 

data-centers? 

If the Bidder's SaaS service sits on top of the IaaS 
service provided by a company that already has the 

Protected B status with Canada, Bidder may  
reference  that  Framework Agreement (a.k.a. 

contract) with Canada and provide  proof. 
Still, for the SaaS layer, Bidder must demonstrate they 
meet what is respectively requested in the Statement 

of Requirements. 
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10 Some mandatory requirements 
(e.g. M7) refer to data-center 

personnel security. If the solution is 
hosted in PBMM-certified 

Hyperscale cloud provider, is it 
sufficient to refer to the certification 
of the public cloud service provider 

as previously done for the 
Protected B cloud contracts that 

have already been awarded? 

Bidder may reference that its own providers of IaaS 
and PaaS cloud services have been awarded a 

Framework Agreement (a.k.a contract) with Canada  
however, they must formally demonstrate in the bid 

that their SaaS cloud service offering is compliant with 
the SaaS-related requirements specified in the 

Statement of Requirements. 
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ALL OTHER TERMS AND CONDITIONS OF THE SOLICITATION REMAINS UNCHANGED 


