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AMENDMENT 4 

QUESTIONS AND ANSWERS 

 

Q32.  What rule format would be used for packetized network traffic data? 

 
A32. We are flexible on the rule format. But, we are aiming toward something pseudo standard like 

what is used in SURICATA or SNORT. 

 

Q33.  Are there examples of unencrypted text corpus dataset that will be matched against the Snort / 
Suricata rules? 
 
A33. We are not providing an unencrypted corpus for the moment. We encourage bidders to 

demonstrate their prototype with their own generated dataset. 

 

Q34.  What would be the format of the packetized network traffic data? 
 
A34. PCAP files 

 

Q35.  Are there sample datasets available to develop a solution with which include signatures / rules , 
unencrypted text corpus, packetized traffic data? 
 
A35. We are not providing an unencrypted corpus for the moment. We encourage bidders to 

demonstrate their prototype with their own generated dataset. 

 


