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National Cybercrime Solution (NCS) 
Questions to the Industry 

 
NCS Cloud Service Delivery Models 

1. Overview – Purpose 

The purpose of this document is to obtain feedback from industry with regards to the RCMP’s Cloud 
Service Delivery options for the National Cybercrime Solution. The RCMP is seeking feedback related to 
the following NCS Cloud Service Delivery options; 

a) on the RCMP’s Protected B Public Cloud tenant,  
b) using a SaaS model and/or Public PaaS, 
c) or a combination of a) and b), known as a “Hybrid” Service delivery model.  

Q.1 In respect to the above overview provided by RCMP, can industry provide feedback on the optimal 
cloud service delivery model for the NCS? 

The RCMP is requesting that all Solution’s proposed for the National Cybercrime Solution (NCS) use 
Cloud Service Delivery Models that are compliant with the Government of Canada’s (GOC) and RCMP’s 
Protected B security requirements and can be delivered within the project timeline. The RCMP 
welcomes industry feedback on the RCMP’s planned approach to Hybrid Cloud Service Delivery Models 
as described below. 

2. Compliance with PSPC Request for Supply Arrangement for Software as a Service (SaaS-RFSA) and 
SSC GC Approved Protected B Public Cloud Services Catalogue 

The RCMP will require that all SaaS and Public PaaS proposed within the Solution, at time of bid 
submission, are qualified per either the SaaS-RFSA at Tier 2 Assurance level (Protected B) or the SSC GC 
Cloud Brokering Service Protected-B Public Cloud Services Catalogue1.  

The GOC requires a minimum of four months to approve each unqualified SaaS solutions to ensure that 
GOC security standards are met. Additionally, the RCMP requires a minimum of one month to approve 
each already SaaS-RFSA qualified SaaS to RCMP security standards. Therefore, if unqualified SaaS or 
unapproved Public PaaS are proposed in Bidder’s Solutions, deployment of the Solution will result in 
unacceptable delays to the overall project timeline. 

Q.2a Does Industry have any feedback or suggestions to mitigate the above stated timeline risks, while 
maintaining security standards? 

Q.2b Is Industry capable of proposing a fully functional NCS using only SaaS products that are on the GC 
approved SaaS RFSA or the SSC Cloud Brokering Service Protected B Public Cloud Services 
Catalogue? 

Q. 2c Is Industry capable of proposing a fully functional NCS using minimal or no SaaS products? 
 

3. Phase II - Full Operating Capability (FOC) and Potential for Introduction of Unapproved SaaS 

After Contract award, during Phase II iterative implementation and development of the NCS Final 
Operating Capability (FOC) Solution, the RCMP accepts that new “niche” SaaS products may be identified 
for use within the Solution. The RCMP will require that these SaaS products undergo SaaS-RFSA and 

                                                           
1 https://cloud-broker.canada.ca/s/pbmmcatalogpage?language=en_CA 
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RCMP evaluation, and will not be deployed to production until they successfully qualify per the SaaS-
RFSA and RCMP assessment. 

Any GOC approved SaaS and Public PaaS that was used to deliver the CUA/MVP, in compliance with the 
requirements stated in #1 above, must continue to be used to deliver the Phase II – FOC Solution. The 
concept of introducing new niche SaaS products to deliver the Phase II – FOC Solution is intended to 
enhance the functionality of the solution. This opportunity will not permit the Contractor to “switch-
out” SaaS products that were used in the delivery of their CUA/MVP prototype. 

Q.3 How would industry address introduction of new niche SaaS products during Phase II 
implementation? 

 

Canada is requesting that industry submit their feedback on questions listed above, no later than 
December 17, 2020 in order to allow Canada sufficient time make any necessary adjustments to its final 
solicitation documents. 

Suppliers should note that they may submit feedback after the December 17, 2020 date, but their 
feedback may not be taken into consideration for incorporation into the final bid solicitation package. 

 


