Royal Canadian Mounted Police
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B8 Gendarmerie royale du Canada

RETURN BIDS TO:
RETOURNER LES SOUMISSIONS A:

See Section 1.

Voir Section 1.

STANDARD REQUEST FOR BID
INVITATION A SOUMISSIONNER - STANDARD

The Bidder offers to provide to Canada the goods, services or
both listed in the bid solicitation in accordance with the
conditions set out in the bid solicitation and the prices set out in
the bid.

This bid solicitation is issued in accordance with the conditions of
the Supply Arrangement E60PQ-140003/PQ.

Le soumissionnaire offre de fournir au Canada les biens, services
ou les deux énumérés dans la demande de soumissions aux
conditions prévues dans la demande de soumissions et aux prix
indiqués dans la soumission.

Cette demande de soumissions est émise conformément aux
conditions de I'arrangement en matiére d’approvisionnement
E60PQ-140003/PQ.

No of Page/ 1 of/de 26

Canada | v depage

Date of Solicitation — Date de la demande

February 28th, 2022

Address inquiries to — Adresser toute demande de renseignement a :

See Section 2, Article 4.1.

Voir Section 2, Article 4.1

Destination
See Section 2, Annex A.

Voir Section 2, Annexe A.

Solicitation No. - N° de la Amendment No. - N° de
demande: modification

202203061

Supplier SA No. - N° de ’AMA de
fournisseur :
E60PQ-140003/

Instructions:
Municipal taxes are not applicable.

Unless otherwise specified in the bid solicitation, all prices quoted
must be net prices in Canadians funds including Canadian customs
duties, excise taxes, must be FOB, including all delivery charges to
destination(s) as indicated. The amount for Applicable Taxes is to be
shown as a separate item.

Instructions:
Les taxes municipales ne s’appliquent pas.

Sauf indication contraire dans la demande de soumissions, tous les
prix indiqués doivent étre des prix nets, en dollars canadiens,
comprenant les droits de douane canadiens, la taxe d’accise et
doivent étre FAB, y compris tous frais de livraison a la (aux)
destination(s) indiqué(s). Le montant des taxes applicables doit
apparaitre séparément.

Solicitation closes — La demande File No. - N° de dossier
prend fin :

at—a See Section 1
Voir Section 1
on —le See Section 1

Voir Section 1

Supplier Name and Address — Nom et adresse du fournisseur

Telephone No. - N° de téléphone

Facsimile No. - N° de télécopieur

Name and title of person authorized to sign on behalf of supplier
(type or print)

Nom et titre de la personne autorisée a signer au nom du fournisseur
(caractére d’impression)

Signature : Date :
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Section 1 — Invitation and Instructions to Bidders
Section 2 — Resulting Contract including a list of required goods and services

SECTION 1 — INVITATION AND INSTRUCTIONS TO BIDDERS

Step 1. For Tier 2 and Tier 3 only (If Tier 1, skip this step and proceed with step 2)
Is this a Manufacturer Product Specific Procurement? No.

Step 2. |Z| Competitive or |:| Non-Competitive

For competitive Requirements when only one bid is received:

A bid must comply with the requirements of the bid solicitation and meet all mandatory technical evaluation criteria to be
declared responsive. The responsive bid with the lowest evaluated price will be recommended for award of a contract.

For Competitive Requirements when only one bid is received:

The Bidder must provide the following information AFTER bid closing, if requested to do so by Canada:
e One or more of the following price justifications:
1. acurrent published price list indicating the percentage discount available to Canada; or
2. acopy of paid invoices for the like quality and quantity of the goods, services or both sold to other customers; or
3. a price breakdown showing the cost of direct labour, direct materials, purchased items, engineering and plant
overheads, general and administrative overhead, transportation, etc., and profit; or
4. any other supporting documentation as requested by Canada.

step 3.[X] General or [_| Procurement Strategy for Indigenous Business (PSIB)

Terms of the RFB:

This RFB is issued pursuant to the Supplier’s Furniture for Workspaces Supply Arrangement (SA) that forms part of the series of
SAs issued by PWGSC with the number E60PQ-140003/PQ. The terms and conditions in the Supplier’s SA apply to and form
part of this RFB. Bidders who submit a bid agree to be bound by those terms and conditions as well as the terms and
conditions in this RFB.

The WTCM is the Workspaces Terms and Conditions Manual that contains all terms and conditions in full text that form part of
individual RFBs under this SA.

The Bidder must provide the following information WITH the bid:
e The information requested by Canada in Annex A herein.

The Bidder must also provide the information at article 4 below at the time indicated in article 3.
Security Requirement:

1. Conditions
a. the Bidder's proposed individuals requiring access to classified or protected information, assets or sensitive work
site(s) must meet the security requirement as indicated in Annex B.
2. For additional information on security requirements, bidders should refer to the Canadian Industrial Security Directorate
(CISD), Industrial Program of Public Works and Government Services Canada (http://ssi-iss.tpsgc-pwgsc.gc.ca/index-

eng.html) website.
3. The conditions in article 1 above must be met by the Bidder:



http://ssi-iss.tpsgc-pwgsc.gc.ca/index-eng.html
http://ssi-iss.tpsgc-pwgsc.gc.ca/index-eng.html

Before the award of a contract. Bidders are reminded to obtain the required security clearance promptly. Any delay
in the award of a contract to allow the successful bidder to obtain the required clearance will be at the entire
discretion of the Contracting Authority.
4. Bidders are to supply the following information, as a minimum, to demonstrate compliance with the Security Requirement.
a. The name of all individuals who will require access to classified or protected information, assets or sensitive work
sites. It is desirable to also include their date of birth, their middle name, and their security clearance number issued
by CISD.

Bid Evaluation
An evaluation team composed of representatives of Canada and will evaluate the bids.

RFB Issued by:

Identified User’s (IU) See Section 2, article 4.1 below.
Department/Agency/Crown Corporation:
Contact for this RFB:

RFB Closing - Submit Bid:
Bids must be submitted on the date and at the time indicated below.

By no later than date and time: a. March 15th 2022
b. 1400 EDT/HAE
To e-mail address (if applicable) Joshua.knox@rcmp-grc.gc.ca

RFB Enquiries

Unless a different period is listed in the adjacent column, Bidders may submit enquires Four business days
about the RFB to the Contracting Authority two business days prior to the RFB closing
date. Enquiries received after the timeline indicated may not be answered.




SECTION 2 - RESULTING CONTRACT CLAUSES

1. Terms and Conditions of the Contract
The terms and conditions of Parts 6B and 6C of the Supplier’s SA within the series E6GOPQ-140003/PQ apply to and form
part of this Contract.
2. Security Requirement (the checked article applies)
2.1 The applicable security requirement(s) is (are) set out in the Security Requirement Check List attached as Annex B of this
contract. The Contractor must fulfill the security requirements by meeting the terms below.
a. Contractor may be escorted; possession of security clearance not required.
Contractor personnel MAY NOT ENTER NOR PERFORM WORK ON sites where PROTECTED or CLASSIFIED
information or assets are kept, without an escort provided by the department or agency for which the work is
being performed.
b. | X | Possession of security clearance(s) is required.
The Contractor must meet the security clearance requirements contained in the clausing in Annex B herein.
c. There is no security requirement associated with this contract.
3. Requirement
3.1 The Contractor must perform the Work listed in Annex A herein.
4, Authorities
4.1 Contracting Authority (IU)
Name: Joshua Knox
Title: Procurement Officer
Department/Agency/Crown Royal Canadian Mounted Police
Corporation:
Address: N/A.
Telephone No.: 613-791-9552
E-mail address: Joshua.knox@rcmp-grc.gc.ca
4.2 Project Authority - [To be completed at contract award]
The Project Authority (PA) is the representative of the department or agency for whom the Work is being carried out
under the Contract including the provision to approve the authority to proceed for delivery and installation and is
responsible for all matters concerning the technical content of the Work under the Contract.
In addition, the PA is also responsible for ensuring that the Supplier’s employees and subcontractors requiring access to
the site adhere to the allocated time for the Supplier to access the site to deliver and install the furniture in accordance
with the master schedule held by the General Contractor (a representative of Canada or a service provider(s) under
contract with the Government of Canada).
Name:
Title:
Department/Agency/Crown
Corporation:
Address:
Telephone No.:
E-mail address:
4.3 Contractor's Representative
As set out in Annex A, Table 9 below. [,
5. Method of Payment

The checked box applies. If the Contractor’s SA indicates acceptance for payment by credit card, that method may be
used in conjunction with the following.

Single Payment

X | Multiple Payment




6. Invoicing

Further to the Invoicing terms of the WTCM document, the Contractor will deliver the original and one copy of the
invoice to the following address for certification and payment:

Name of the organization and contact: - [To be completed at contract award]

Address:

7. SACC Manual Clauses

A3080 - COVID-19 vaccination requirement

This requirement is subject to the COVID-19 Vaccination Policy for Supplier Personnel. Failure to complete and provide
the COVID-19 Vaccination Requirement Certification as part of the bid will render the bid non-responsive.

A3081 - COVID-19 vaccination requirement certification

In accordance with the COVID-19 Vaccination Policy for Supplier Personnel, all Bidders must provide with their bid, the
COVID-19 Vaccination Requirement Certification attached to this bid solicitation, to be given further consideration in this
procurement process. This Certification incorporated into the bid solicitation on its closing date is incorporated into, and
forms a binding part of any resulting Contract.

Supplemental General Conditions:

ID 4013 - Compliance with on-site measures, standing orders, policies, and rules apply to and form part of the
Contract.

The Contractor must comply and ensure that its employees and subcontractors comply with all security measures,
standing orders, policies or other rules in force at the site where the Work is performed.

ID 4014 - Suspension of the work

1. The Contracting Authority may at any time, by written notice, order the Contractor to suspend or stop the Work or
part of the Work under the Contract for a period of up to 180 days. The Contractor must immediately comply with any
such order in a way that minimizes the cost of doing so. While such an order is in effect, the Contractor must not remove
any part of the Work from any premises without first obtaining the written consent of the Contracting Authority. Within
these 180 days, the Contracting Authority must either cancel the order or terminate the Contract, in whole or in part,
under section(s) Default by the Contractor of general conditions 2010A.

2.When an order is made under subsection 1, unless the Contracting Authority terminates the Contract by reason of
default by the Contractor or the Contractor abandons the Contract, the Contractor will be entitled to be paid its
additional costs incurred as a result of the suspension plus a fair and reasonable profit.

3. When an order made under subsection 1 is cancelled, the Contractor must resume work in accordance with the
Contract as soon as practicable. If the suspension has affected the Contractor’s ability to meet any delivery date under
the Contract, the date for performing the part of the Work affected by the suspension will be extended for a period
equal to the period of suspension plus a period, if any, that in the opinion of the Contracting Authority, following
consultation with the Contractor, is necessary for the Contractor to resume the Work. Any equitable adjustments will be
made as necessary to any affected conditions of the Contract.




ANNEX A
REQUIREMENT and BASIS OF PAYMENT

1. Category Selection

Combined Categories Rule:
For reasons of compatibility, the following categories will be combined for evaluation and contract award purposes:

The rule only applies to the categories below that are checked. The unchecked categories will be evaluated separately and
may be awarded to multiple suppliers;

|:| Category 1
|:| Category 2
|:| Category 5
* Exception: when using the Cat 1, 2, 5 combined categories rule, IU’s may calculate the percentage of

NSA product allowed (as defined in their solicitation document) against the total quantity of the combined
categories.

Design Upgrade Rule:

The IU may exercise an option to upgrade products up to 20% of each Category product total before Applicable Taxes after
contract award.

The Design Upgrade amount is used at the discretion of the Project Authority (PA) prior to the manufacturing/ordering of
the products, the PA will provide the Contractor with a written notice of Canada’s Design Upgrade choices for each of the
product(s) to be upgraded. The Contractor will provide the pricing of the upgraded product(s) to a maximum of 20% of each
Category Contract Price of Table 8. The Contracting Authority will issue an amendment to the contract with the Design
Upgrades and pricing.

The Supplier certifies that all the Design Upgraded products offered will conform to all specifications and meet the testing
requirements detailed in the Specifications of the Supply Arrangement.

Design Upgrade: is the process of replacing a product with a more innovative or enhanced version of the same product.

NSA:

NSA products can be incorporated in the RFB and must not exceed 30% of the firm quantity by category. NSA items must be
added to the category that is most closely related and must be generic.




The requirement includes the following category (ies) of work:

a. Category 1 — Interconnecting Panels and Freestanding Systems

|:| Category 1a — Interconnecting Panels

[] category 1b — Supporting components and freestanding furniture
RULE: Metal Storage
Identified Users may procure metal storage products forming part of Category 1 when the metal storage
products will be part of a requirement for a workstation(s)/work point(s). If this rule does not apply, Category
3 must be used for the metal storage products forming part of this category.

b. [_] Category 2 — Freestanding Height Adjustable Desk / Table Products

c. [_] Category 3 — Metal Filing and Storage Cabinets

Identifying the maximum height of the Personal Storage Towers, Wardrobes and Storage Cabinets is
acceptable as per 6B. 4.1 of the SA (table 1 Additional product details)

d. [_] category 4 — Wood Veneer — Freestanding Products

e.[_] Category 5 — Ancillary and Lighting Products

f. [X] Category 6 - Support Space — Collaborative Furniture
RULE: Category 6 can be further subdivided by space or like product in order to increase or allow
competition. Space is defined as a location available for a particular purpose such as a meeting room space or
a collaborative space. Like products are defined as products with similar design and construction. If NSA
products form part of the requirement, the IlU must validate the 30% NSA prior to subdividing the category.
NSA products can be added to any subdivide or in its own subdivide.

The IU must identify how Category 6 will be subdivided in the Product Table for Category 6.

g. [_] NSA Product(s) — Category(ies):

2. Product and Pricing Tables

Site Inspection Date: To be coordinated with Project Authority after contract award. (Refer to Annex A article 4 of the SA for
Site Inspection and Documentation instructions.)

INSTRUCTIONS TO BIDDERS: Bidders are to complete Sections B of the tables identified by the IU in this article as well as Tables
8 and 9. Bidders must provide a complete product offering for each category, or CAT 6 sub-divide they wish to submit a bid
in order to be compliant.

**Refer to article 6A.7 for instructions on how to submit products that are not approved in product listing.**

In a resulting contract, the term “Bid” means the Supplier’s commitment, the term “Bidder” means “Contractor”.



Product Category: 6

Table 1 — Product Table

Section A - IlU REQUIREMENT

Section B — SUPPLIER’S BID

Depth-Width-Diameter: 24

# GoCUID Description of Product QTY oA Supplier Part Firm Extended Total
(Additional product details may Provide Number Unit [Qty x Price]
be inserted, if required as per additional Price S
6B. 4.1 of the SA) Information S
Yes/No
23 6MMTSMRELL30L Product: Meeting and Training 1 Yes
60WNNX Room Tables
Type of Product: Meeting Delivered in
Size: Small January
Shape: Rectangular 2023
Support: Post Legs
Material: Laminate
Depth-Width-Diameter: 30
Length: 60
Height: 29
Power/Data: No
Modesty Panel: No
Locking Casters: N/A
23 6MMTSMRELL30L Product: Meeting and Training 11 | Yes
60WNNX Room Tables
Type of Product: Meeting Delivered in
Size: Small June 2022
Shape: Rectangular
Support: Post Legs
Material: Laminate
Depth-Width-Diameter: 30
Length: 60
Height: 29
Power/Data: No
Modesty Panel: No
Locking Casters: N/A
1193 6MTRXTRELL24L60 | Product: Meeting and Training 104 || Yes
WYYY Room Tables
Type of Product: Training Delivered in
Size: Fixed Top January
Shape: Rectangular 2023
Support: Post Legs
Material: Laminate 88 with no
Depth-Width-Diameter: 24 power/data
Length: 60 required
Height: 29
Power/Data: Yes No
Modesty Panel: Yes modesty
Locking Casters: Yes panels
required.
1193 6MTRXTRELL24L60 | Product: Meeting and Training 16 | Yes
WYYY Room Tables
Type of Product: Training Delivered in
Size: Fixed Top June 2022
Shape: Rectangular No
Support: Post Legs power/data
Material: Laminate required




Length: 60 No
Height: 29 modesty
Power/Data: Yes panels
Modesty Panel: Yes required
Locking Casters: Yes
1249 6MTRXTTZLL30L48 | Product: Meeting and Training 6 Yes
WYYY Room Tables
Type of Product: Training Delivered in
Size: Fixed Top January
Shape: Trapezoid 2023
Support: Post Legs
Material: Laminate No
Depth-Width-Diameter: 30 power/data
Length: 48 required
Height: 29
Power/Data: Yes No
Modesty Panel: Yes modesty
Locking Casters: Yes panels
required
1375 6MTRFTRECL30L72 | Product: 2 Yes
WYYY Meeting and Training Room
Tables Delivered in
Type of Product: Training January
Size: Flip Top 2023
Shape: Rectangular
Support: C-Legs, T-Legs, or Y- No
Legs power/data
Material: Laminate required
Depth-Width-Diameter: 30
Length: 72 No
Height: 29 modesty
Power/Data: Yes panels
Modesty Panel: Yes required
Locking Casters: Yes
84 6KKCSAXXLY16XXX | Product: Kitchenette Seating 250 | Yes
MONX Type of Product: Kitchenette
Chairs Delivered in
Style: Standard Height January
Support: 4 Legs 2023
Material: Polymer
Seat Depth: >16 Stackable
Seat Height: 17 to 20
Armrest: Without Armrest
Seat Cushions: No
84 6KKCSAXXLY16XXX | Product: Kitchenette Seating 80 | Yes
MONX Type of Product: Kitchenette
Chairs Delivered in
Style: Standard Height June 2022
Support: 4 Legs
Material: Polymer Stackable
Seat Depth: >16
Seat Height: 17 to 20
Armrest: Without Armrest
Seat Cushions: No
1357 6MTRFTRECL24L48 | Product: Meeting and Training 3 Yes
WYYY Room Tables
Delivered in
Type of Product: Training June 2022

Size: Flip Top




Shape: Rectangular No
Support: C-Legs, T-Legs or Y- power/data
Legs required
Material: Laminate
Depth-Width-Diameter: 24 No
Length: 48 modesty
Height: 29 panels
Power/Data: Yes required
Modesty Panel: Yes
Locking Casters: Yes
1361 6MTRFTRECL24L60 | Product: Meeting and Training 2 Yes
WYYY Room Tables
Type of Product: Training Delivered in
Size: Flip Top June 2022
Shape: Rectangular
Support: C-Legs, T-Legs or Y- No
Legs power/data
Material: Laminate required
Depth-Width-Diameter: 24
Length: 60 No
Height: 29 modesty
Power/Data: Yes panels
Modesty Panel: Yes required
Locking Casters: Yes
Product Total | $ S
Table 2 - Delivery
Section A - IU REQUIREMENT Section B — SUPPLIER’S BID
Product Location Desired Date** Desired Time: Supplier will supply Firm Lot Price
Item # (Y/M/D) Normal Business and deliver as per S
from Hours below**
Table 1 Or
Outside Normal
Business Hours *
23,1193, | RCMP Depot Division 2023-01-01 Normal Business : weeks S
1249, Attn: Sherri Kobelsky Hours
1375, & 5600 — 11t Avenue Standard Lead time is
84 Regina, SK between 6-10 weeks
S4P 3)7 for furniture delivery
and installation.
23,1193, | RCMP Depot Division 2022-06-01 Normal Business : weeks S
84,1357, | Attn: Sherri Kobelsky Hours
& 1361 5600 — 11t Avenue Standard Lead time is
Regina, SK between 6-10 weeks
S4p 3)7 for furniture delivery

and installation.

*Normal Business Hours 8:00 — 17:00, as per SA, Annex A, article 5

**The Project Authority (PA) will provide the supplier the authority to proceed prior to
the finalized delivery date taking into consideration the delivery time provided by the

supplier. Canada will not be responsible if the supplier chooses to proceed without the PA
authorization.

Delivery Total: | $




Table 3 — Installation

Section A - IlU REQUIREMENT

Section B — SUPPLIER’S BID

Product Location Desired Date** Desired Time: Supplier will install as Firm Lot Price
Item # (Y/M/D) Normal Business per below** S
from Hours
Table 1 Or
Outside Normal
Business Hours *
23,1193, | RCMP Depot Division 2023-01-01 Normal Business : weeks from
1249, Attn: Sherri Kobelsky Hours date of supply and
1375, & 5600 — 11th Avenue delivery
84 Regina, SK
S4p 3)7 Standard Lead time is
between 6-10 weeks
for furniture delivery
and installation.
23,1193, | RCMP Depot Division 2022-06-01 Normal Business : weeks from
84,1357, | Attn: Sherri Kobelsky Hours date of supply and
& 1361 5600 — 11t Avenue delivery
Regina, SK
S4p 3)7 Standard Lead time is
between 6-10 weeks
for furniture delivery
and installation.

*Normal Business Hours 8:00 — 17:00, as per SA, Annex A, article 5

**The Project Authority (PA) will provide the supplier the authority to proceed prior to
the finalized installation date taking into consideration the installation time provided by
the supplier. Canada will not be responsible if the supplier chooses to proceed without
the PA authorization.

Installation Total:

Table 4 — Optional Product
Table 5 — Optional Delivery
Table 6 — Optional Installation

[X] Not Applicable
X Not Applicable
|Z| Not Applicable




Table 7 — Standard Finishes and Canada’s Facilities to Accommodate the Delivery and Certifications

1.

Standard Finishes

11

IU is to consult the Supplier’s Website identified in Part 6A of the SA to view the available finishes.

Within ten business days of the contract award, the Project Authority will provide the Contractor with a written notice of Canada’s
finish choices for each of the product(s) in Annex A.

The Contractor will deliver the products corresponding to Canada’s choice of specific finishes(s). No additional charge will be
applied to Canada.

Canada’s Facilities to Accommodate the Delivery
The Supplier’s employees and subcontractors requiring access to the site must adhere to the health and safety plans established for the site, in
addition to any laws in effect in the jurisdiction where the work is being performed.

During the period of the contract, a representative of Canada or a service provider(s) under contract with the Government of Canada may request
the list of employees and subcontractors requiring access to the site to perform the work and their security statuses. Information must be provided in
the timeframe prescribed in order to ensure that the supply, delivery and installation of the furniture aligns with the master schedule.

Loading Dock/Location

Location Attn: Sherri Kobelsky
5600 — 11t Avenue
Regina, SK

S4pP 3)7

Dock N/A.

Lift N/A.

Door Standard door. If needed, a double door can be found to access facility.

Freight Elevator N/A.

MmO 0O|®m

Other (specify, if N/A.
any)

Continuance of Certifications

The Bidder certifies that by submitting a bid in response to the RFB, the Bidder, and any of the Bidder’s members if the Bidder is a
Joint Venture, continues to comply with all of the following certifications listed in Parts 6A and 6B of the Bidder’s SA for Work
Spaces.

Canada may request copies of environmental certification(s) prior to contract award within a time period specified by the Identified
User.

3.1

Integrity Provisions

3.2

Federal Contractor’s Program for Employment Equity

3.4

Product Conformance

3.5

Price Certification (In accordance with the SA, Part 6B)




Table 8 - Bid Evaluation and Contract Total (Canada may complete if not completed by the Bidder)

1 Firm Product Total (Table 1) S

2 Firm Delivery Total (Table 2)

3 Firm Installation Total (Table 3)

4 Hardware Total as per article 1.5 of Annex A-1 of SA (if Applicable)

5 Total Evaluated (Bid) Price* (1+2+3+4) [to be removed at contract award]

6 Contract Price (1+2+3+4): [applicable at contract award only]

7 Applicable Tax(es): [applicable at contract award only]

v n nl n n n n

8 Total Estimated Cost (6+7): [applicable at contract award only]

* Applicable taxes extra.

Table 9 — Bidder’s Authorized Representative

1. | Bidder’s Authorized Representative for the Bid and the Contract

Name: Telephone:

E-Mail:

PBN:




ANNEX B
SECURITY REQUIREMENTS

The security requirements set out in the attached Security Requirements Check List (SRCL) and in the terms below apply to and
form part of the Contract.

I* Government  Gouvernernent Contract Number / Numéro du contrat

of Canada du Canada

Security Classification / Classification de sécurité
unclassifie

_ SECURITY REQUIREMENTS CHECK LIST (SRCL) ]
LISTE DE VERIFICATION DES EXIGENCES RELATIVES A LA SECURITE (LVERS

PART A - CONTRACT INFORMATION / PARTIE A - INFORMATION CONTRACTUELLE

1. Onginating Government Department or Organization / 2. Branch or Directorate / Direction générale ou Direction
Ministére ou organisme gouvermnemental d’origine RCMP CM&C/Real Property/ NPDO-GGC/Blens immobiliers/BNRP
3. a) Subcontract Number / Numéro du contrat de sous-traitance 3. b) Name and Address of Subcontractor / Nom et adresse du sous-traitant
TBD TBD
4. Brief Description of Work | Bréve description du travail
This SRCL covers the security requirement for the supply, delivery, installation and move of furniture, fixtures and equipment for [TC Phase 2 and 3 al Depol in Reaina, SK. This
SROL will cover suppliers, delivery personnel and installers of furniture, fixtures and equipment supplied for the project as well as movers for existing furniture, fixtures and
aquipment
5. a) Will the supplier require access to Controlled Goods? No Yes
Le founisseur aura-tHl accés & des marchandises contrilées? Non Oui
5. b) Will the supplier require access to unclassified military technical data subject to the provisions of the Technical Data Control No Yes
Regulations? Non Oui

Le foumnisseur aura-t-il accés a des données techniques militaires non classifiées qui sont assujetties aux dispositions du Réglement
sur le confrile des données techniques?
6. Indicate the type of access required / Indiquer le type d'accés requis

6. a) Will the supplier and its employees require access to PROTECTED and/or CLASSIFIED information or assets? No Yes
Le foumisseur ainsi que les employés auront-ils accés 4 des renseignements ou 3 des biens PROTEGES etlou CLASSIFIES? Non Qui
(Specify the level of access using the chart in Question 7. c)

(Preciser le niveau d'aceés en utilisant le tableau qui se trouve a la question 7. ¢)

6. b) Will the supplier and its employees (e.qg. cleaners, maintenance personnel) require access to restricted access areas? Mo access fo I:I Yes
PROTECTED andfor CLASSIFIED information or assets is permitted. Non Oui
Le fournisseur et ses employés (p. ex. nettoyeurs, personnel d'entretien) auront-ils accés a des zones d'accés restreintes? L'accés
4 des renseignements ou 3 des biens PROTEGES et/ou CLASSIFIES n'est pas autorisé.

6. c) Is this a commercial courier or delivery requirement with no overnight storage? No Yes

S'agit-il d'un contrat de messagerie ou de livraison commerciale sans entreposage de nuit? Non Qui
7. a) Indicate the type of information that the supplier will be required to access / Indiquer le type dinformation auquel le foumnisseur devra avoir accés
Canada NATO /OTAN |:| | Foreign / Etranger |:|
7. b)Rel restrictions / Restrictions relatives 3 la diffusion
No release restrictions All NATO countries No release restrictions
Aucune restriction relative I:I Tous les pays de 'OTAN I:I Aucune restriction relative I:I

a la diffusion a la diffusion

Not releasable |:|

A ne pas diffuser

Restnicted to: / Limite a : D Restricted to: / Limite a : D Restricted to: / Limité & : |:|
Specify country(ies): / Préciser le(s) pays : Specify country(ies): / Préciser le(s) pays : Specify country(ies): / Préciser le(s) pays :

7. ¢) Level of information / Niveau d'information

PROTECTED A D NATO UNCLASSIFIED D PROTECTED A D
PROTEGE A NATO NON CLASSIFIE PROTEGE A

PROTECTED B NATO RESTRICTED PROTECTED B

PROTEGE B D NATO DIFFUSION RESTREINTE PROTEGE B D
PROTECTED C D NATO CONFIDENTIAL D PROTECTED C D
PROTEGE C NATO CONFIDENTIEL PROTEGE C

CONFIDENTIAL D NATO SECRET D CONFIDENTIAL D _
CONFIDENTIEL NATO SECRET CONFIDENTIEL

SECRET D COSMIC TOP SECRET D SECRET D
SECRET COSMIC TRES SECRET | SECRET

TOP SECRET D TOP SECRET D
TRES SECRET TRES SECRET |
TOP SECRET (SIGINT) D TOP SECRET (SIGINT) D
TRES SECRET (SIGINT) TRES SECRET (SIGINT) |
TBS/SCT 350-103(2004/12) Security Classification / Classification de sécurité

unclassified Calladﬁ




I* Government  Gouvernemant Contract Number / Numéro du contrat

of Canada du Canada

Security Classification / Classification de sécurité
unclassified

PART A (continued) | PARTIE A (suite)

8. Will the supplier require access to PROTECTED andfor CLASSIFIED COMSEC information or assets? Yes
Le foumisseur aura-t-il accés 3 des renseignements ou 3 des biens COMSEC désignés PROTEGES etlou CLASSIFIES? Oui
If Yes, indicate the level of sensitivity:
Dans I'affirmative, indiguer le niveau de sensibilité

9. Will the supplier require access to extremely sensitive INFOSEC information or assets? Yes
Le foumnisseur aura-t-il accés a des renseignements ou a des biens INFOSEC de nature extrémement délicate? Oui

Short Title(s) of material / Titre(s) abrégé(s) du matériel :
Document Number / Numéro du document :

PART B - PERSONNEL (SUPPLIER) / PARTIE B - PERSONNEL (FOURNISSEUR

10. a) Personnel secunty screening level required / Niveau de contréle de la sécunté du personnel requis

D RELIABILITY STATUS CONFIDENTIAL SECRET D TOP SECRET
COTE DE FIABILITE CONFIDENTIEL SECRET TRES SECRET
D TOP SECRET-SIGINT NATO CONFIDENTIAL NATO SECRET D COSMIC TOP SECRET
TRES SECRET — SIGINT NATO CONFIDENTIEL NATO SECRET COSMIC TRES SECRET

SITE ACCESS
ACCES AUX EMPLACEMENTS

Special comments:
Cgmme ntaires spéciaux - [acility Access level 2 with escort (FAZ)

NOTE: If multiple levels of screening are identified, a Security Classification Guide must be provided.
REMARQUE : Si plusieurs niveaux de contréle de sécurité sont requis, un guide de classification de |a sécunté doit étre foumi.

10. b) May unscreened personnel be used for portions of the work? No Yes
Du personnel sans autorisation sécuritaire peut-il se voir confier des parties du travail? Non Oui
If Yes, will unscreened personnel be escorted? D No Yes
Dans ['affirmative, le persennel en question sera-t-il escorté? Nen Oui

PART C - SAFEGUARDS (SUPPLIER) / PARTIE C - MESURES DE PROTECTION (FOURNISSEUR)

INFORMATION / ASSETS / RENSEIGNEMENTS / BIENS

11. a) Will the supplier be required to receive and store PROTECTED and/or CLASSIFIED information or assets on its site or No Yes
premises? o Nen Oui
Le foumisseur sera-t-il tenu de recevoir et d'entreposer sur place des renseignements ou des biens PROTEGES etlou
CLASSIFIES?
11. b) Will the supplier be required to safeguard COMSEC information or assets? No Yes
Le foumnisseur sera-t-il tenu de protéger des renseignements ou des biens COMSEC? Non Oui
PRODUCTION
11. ) Will the production (manufacture, andfor repair andlor modification) of PROTECTED andior CLASSIFIED matenal or equipment No Yes
occur at the supplier's site or premises? Non Oui
Les installations du foumisseur serviront-elles a la production (fabrication et/ou réparation etlou modification) de matériel PROTEGE
stiou CLASSIFIE?
INFORMATION TECHNOLOGY (IT) MEDIA / SUPPORT RELATIF A LA TECHNOLOGIE DE L'INFORMATION (TI)
1. d) Will the supplier be required to use its IT systems to electronically process, produce or store PROTECTED and/or CLASSIFIED . Ye;
information or data? Non Oui

Le founisseur sera-Hl tenu d'utiliser ses propres systémes informatiques pour traiter, produire ou stocker électroniquement des
renseignements ou des données PROTEGES etlou CLASSIFIES?

11. &) Will there be an electronic link between the supplier’s IT systems and the govemment department or agency? Yes
Disposerat-on d'un lien électronique entre le systéme informatique du foumnisseur et celui du ministére ou de l'agence Oui
gouvernementale?

TBS/SCT 350-103(2004/12) Security Classification / Classification de sécurité

. l‘-l
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Contract Number / Numéro du contrat

l* Government  Gouvermnement
of Canada du Canada

Security Classification / Classification de sécunté
unclassified

PART C - (continued) | PARTIE C - (suite]

For users completing the form manually use the summary chart below to indicate the category(ies) and level(s) of safeguarding required at the supplier's
site(s) or premises.

Les utilisateurs qui remplissent le formulaire manuellement doivent utiliser le tableau récapitulatif ci-dessous pour indiquer, pour chague catégorie, les
niveaux de sauvegarde requis aux installations du fournisseur.

For users completing the form online (via the Intemet), the summary chart is automatic.ally populated by your responses to previous questions.
Dans le cas des utilisateurs qui remplissent le formulaire en ligne (par Internet), les réponses aux guestions précédentes sont automatiguement saisies

dans le tableau récapitulatif.
SUMMARY CHART | TABLEAU RECAPITULATIF

Category PROTEGTED CLASSIFIED NATO COMSEC
Catégorie PROTEGE CLASSIFIE
Top NATO NATO NATO COSMIC PROTECTED Top
A |B |C | COWFIDENTIAL | SECRET | SECRET | RESTRICTED | (CONFIDENTIAL | SECRET Tor PROTEGE CONFIDENTIAL | SECRET | SECRET
SECRET
CONFIDENTIEL TRES NATO NATO COSMIC A B c CONFIDENTIEL TRES
SECRET DIFFUSION CONFIDENTIEL TRES SECRET
RESTREINTE SECRET
InforrnaJm.'Asse'_r.
nts ! Biens
F‘rudud.pn
IT Media /
Support T
IT Link / |
Lien &lectronique

No Yes |
Non Oui

12. a) Is the description of the work contained within this SRCL PROTECTED and/or CLASSIFIED?
La description du travail visé par la présente LVERS est-elle de nature PROTEGEE et/ou CLASSIFIEE?

If Yes, classify this form by annotating the top and bottom in the area entitled “Security Classification™.
Dans I'affirmative, classifier le présent formulaire en indiquant le niveau de sécurité dans la case intitulée
« Classification de sécurité » au haut et au bas du formulaire.

12. b) Will the documentation attached to this SRCL be PROTECTED and/or CLASSIFIED? . No Yes
La documentation associée  |a présente LVERS sera-t-elle PROTEGEE etlou CLASSIFIEE? Non Oui

If Yes, classify this form by annotating the top and bottom in the area entitled “Security Classification” and indicate with
attachments (e.q. SECRET with Attachments).

Dans I'affirmative, classifier le présent formulaire en indiquant le niveau de sécurité dans la case intitulée

« Classification de sécurité » au haut et au bas du formulaire et indiquer qu’il y a des piéces jointes (p. ex. SECRET avec
des piéces jointes).

TBS/SCT 350-103(2004/12) Security Classification / Classification de sécurité CEI_[] d"'
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General Security Requirements

Description of Work: This SRCL covers the security requirement for the supply, delivery, installation and
move of furniture, fixtures and equipment for ITC Phase 2 and 3 at Depot in Regina, SK. This SRCL will
cover suppliers, delivery personnel and installers of furniture, fixtures and equipment supplied for the
project as well as movers for existing furniture, fixtures and equipment.

Security Clearance: Facility Access level 2 with escort

*#**NWR DSS Internal Use ONLY*#** Intake Diary Date for SRCL (Expiry): 2023-08-18

All contractors employed on this contract must support the RCMP’s security environment by complying
with the directives described in this document.

1. All Protected information (hard copy documentation) or other sensitive assets for which the RCMP is
responsible will be shared with the contractor through pre-approved processes.

2. The information disclosed by the RCMP will be administered, maintained, and disposed of in
accordance with the Contract. At minimum the contractor must follow the Policy on Government
Security.

3. The contractor will promptly notify the RCMP of any unauthorized use or disclosure of the
information exchanged under this contract and will furnish the RCMP with details of the

unauthorized use or disclosure. (i.e. loss of sensitive information, accidental or deliberate.)

4, Photography is not permitted. If photos are required, please contact the Organization Project
Authority and Departmental Security Section.

5. The use of personal property, e.g. desktop peripherals, communication devices, portable storage
media such as USB sticks, in conjunction with RCMP technology is prohibited

6. The contractor is not permitted to disclose sensitive information provided by the RCMP, to any sub-
contractors, without those individuals having the proper RCMP security level required to access the

protected information.

7. The RCMP’s Departmental Security Section (DSS) reserves the right to:

* conduct inspections of the contractor’s site/premises. Inspections may be performed prior
to sensitive information being shared and/or as required (i.e. if the contractor’s work
location relocates). The intent of the inspection is to ensure the quality of security
safeguards.

* request photographic verification of the security safeguards. Photographs may be requested
prior to sensitive information being shared and/or as required (i.e. if the contractor’s work



Non-Sensitive

location relocates). The intent of the photographs is to ensure the quality of security
safeguards.

* provide guidance on mandatory safeguards (safeguards as specified in this document and
possibly additional site specific safeguards).

8. Toensure Canada’s sovereign control over its data, all sensitive or protected data under
government control will be stored on servers that reside in Canada. Data in transit will be
appropriately encrypted.



Non-Sensitive

Physical Security

1.

Storage: Protected information/assets must be stored in a container acceptable to the RCMP DSS.
The container must be located (at minimum) within an “Operations Zone”. As such, the
contractor’s facility must have an area/room that meets the following criteria:

Operations Zone

Definition An area where access is limited to personnel who work there and to properly
escorted visitors.

Note: The personnel working within the Operational Zone must:
s possess a valid RCMP Reliability Status (RRS), or
* be escorted by an individual who possesses a valid RRS

Perimeter Must be indicated by a recognizable perimeter or a secure perimeter depending
on project needs. For example, the controls may be a locked office or suite.

Monitoring Monitored periodically by authorized employees. For example, users of the
space working at the location are able to observe if there has been a breach of
security.

Note: Refer to Appendix A for more information on the Security Zone concept.

Discussions: Where sensitive conversations are anticipated, Operations Zones must have a stand
off from public spaces or be designed with acoustic speech privacy properties (where the user has a
reasonable expectation that they will not be overheard). For example, private room/office and/or
boardroom.

Production: The production (generation and/or modification) of Protected information or assets
must occur in an area that meets the criteria of an Operations Zone.

Destruction: All drafts or misprints (damaged copies and/or left over copies) must be destroyed by
the contractor. Protected information must be destroyed in accordance with the RCMP's Security
Manual. The equipment/system (i.e. shredder) used to destroy sensitive material is rated according
to the degree of destruction. RCMP approved destruction equipment must be utilized.

Approved levels of destruction for Protected B include:

#» Residue size must be less than 1 x 14.3 mm (particle cut).

Note:
# If the contractor is unable to meet the RCMP’s destruction requirements, all sensitive
information/assets are to be returned to the RCMP for proper destruction.
» Any sensitive drafts/misprints awaiting disposal must be protected in the agreed upon
manner until destroyed.
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Transport/Transmittal: The physical exchange of sensitive information must follow the Contract.
When a delivery service is used, it must offer proof of mailing, a record while in transit and of

delivery.

Transport Transport: to transfer sensitive information and assets from one person or place
to another by someone with a need to know the information or need to access

the asset.

Transmittal Transmit: to transfer sensitive information and assets from one person or place
to another by someone without a need to know the information or need to
access the asset.

Note:

> For Transport of Protected “B” information (travel to/from neutral locations for meetings
and/or interviews): In place of a single envelope, a briefcase or other container of equal or
greater strength may be used. Double envelope/wrap to protect fragile contents or to keep
bulky, heavy or large parcels intact.

» For Transmittal of Protected “B” information (Canada Post or registered courier): Addressin
a nonspecific manner. Add "To Be Opened Only By" because of the need-to-know or need-
to-access principles when warranted.

IT Security

Appropriate Control of Protected A and B Information

Transport/Transmittal

1.

If there is a requirement to send RCMP Protected A or Protected B information electronically, it
must be sent using a FIPS 140-2 compliant portable storage device provided by the RCMP, with
access restricted to RCMP security cleared contractor personnel only and the RCMP client. The FIPS
140-2 compliant portable storage device must be delivered by-hand or shipped by an approved
courier to the contractor’s location. Sensitive RCMP information shall not be transmitted to or from

any external email address.

The password for the portable storage device is to be provided verbally, either in person or by

telephone to RCMP security cleared contractor personnel only.

IF electronic processing of Protected A or B RCMP information is required, the contractor must
ensure the information is:

# encrypted while at rest

» encrypted while in transit; and

# access controls are implemented.




Non-Sensitive

Note: Advanced Encryption Standard (AES) Algorithm with key lengths of 128, 192 and 256 bits
is approved for encrypting Protected A and B information.

Mobile Users

1. Use only RCMP-issued equipment approved for mobile use.

2. Use an approved full-disk encryption method on laptop computers and encrypt sensitive
information when not in use

3. Remove your credential/authentication token and keep it on your person, when the technology it is
used with is left unattended.

4. Ensure that the laptop and/or storage media containing sensitive information are stored in an
authorized security container if the information is not encrypted. See AM ch. X1.3., sec. H

Telephony

5. Allvoice communication by any cellular or mobile telephone must be restricted to non-sensitive
information, unless the phone is specifically accredited and issued for sensitive information.

6. Use of RCMP supplied smartphones/cellphones are restricted to RCMP employees, authorized
organizations and their agents working on behalf of the RCMP, and authorized organizations and
their agents.

7. RCMP supplied smartphones/cellphones are only authorized to process up to and including
Protected A information on the corporate workspace side for the purpose of RCMP business.

8. Only RCMP supplied external peripheral devices may be used externally with a RCMP supplied

smartphone.

Printing, Scanning, and Photocopying

9.

If electronic RCMP Protected information has to be printed / scanned, the contractor must have
additional/dedicated computer(s), printer(s)/scanners. This equipment must not be connected to
the local area network nor the Internet. This computer(s) will require RCMP approved disk drive
encryption.

Storing

10.1f required, backup of RCMP Protected A or B information is subject to the same security guidelines

(encryption and access controls) as is the live information.

11. Electronic records must be destroyed according to ITSG-06 Clearing and Declassifying Electronic

Data Storage Devices (refer to https://www.cse-cst.gc.ca/en/node/270/htm|/10572 for further
into). Protected information is to be cleared using the following options:
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* Media containing PROTECTED government information can only be re-used after all data
areas of the media have been alternatively overwritten with any character and its
complement (e.g. binary 1s then binary 0s) for a minimum of three times.

* Media containing PROTECTED government information that are not overwritten to the
satisfaction of the RCMP are to be destroyed in accordance with RCMP approved methods
(approved metal-destruction facility, incineration, emery wheel or disk sander, dry

disintegration, pulverizing or smelting).

12. AllRCMP supplied storage devices used throughout the duration of this contract must be returned

to the RCMP immediately upon contract termination.

Personnel Security Requirements

RCMP Facility Access, Level I, 11, 11l & IV

For contractors who only require access to an RCMP facility and will not have access to
protected or classified information, systems, assets and facilities. In this scenario, the RCMP
wishes to conduct local law enforcement checks only. For PWGSC procurement purposes, this should be
identified in the contractual documents.

Contractor personnel must submit to local law enforcement verification by the RCMP, prior to
admittance to the facility or site. The RCMP reserves the right to deny access to any facility or site or part
thereof to any contractor personnel, at any time.

When the RCMP requires Facility Access Level 1 or 2; the successful Bidder, Contractor will submit the
following to the RCMP:

1. Form TBS 330-23
2. Copy of Government issued, signature bearing photo Identification (Front and Back)

When the RCMP requires Facility Access Level 3 or 4; the successful Bidder, Contractor will submit the
following to the RCMP:

1. Form TBS 330-23
2. Form TBS 330-60
3. Copy of Government issued. signature bearing photo Identification (Front and Back)
4. Two sets of fingerprints
The RCMP:

Will conduct local law enforcement checks.
is responsible for escorfing requirements on its facilities or sites

3. Does not require organizational or personnel security clearances for suppliers and/or
confractors providing services.
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4. Will complete the PWGSC Requisition Form 9200 to indicate the security requirement
with no SRCL.

RCMP Reliahility Status (RRS), Secret or Top Secret Clearance

For contractors who require access to RCMP protected information, systems, assets and/or
facilities. In this scenario, the RCMP wishes to conduct all checks required for obtaining an RRS. For
PWGSC procurement purposes, this should be identified in the contractual documents.

Contractor personnel must submit to verification by the RCMP, prior to being granted access to Protected
or Classified information, systems, assets and/or facilities. The RCMP reserves the right to deny access to

any of the above to any contractor personnel, at any time.

When the RCMP identifies a requirement for RRS or a security clearance; the successful Bidder,
Contractor will submit the following to the RCMP:

Form TBS 330-23

Form TBS 330-60

Form 1020-1 (Security Interview)

Two pieces of Government issued. signature bearing, photo identification (Birth
Certificate and Driver’s licence)

o=

Two sets of fingerprints
Working Visa (where applicable)
Two passport photographs

S

The RCMP:

1. will conduct personnel security screening checks above the Policy on Government
Security requirements
is responsible for escorting requirements on its facilities or sites

3. will security screen any Key Senior Officials (KSOs) identified by CISD (requirement for
Classified information)
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Appendix A — Security Zone Concept

The Gavernment Security Policy (Section 10.8 - Access Limitations) stipulates that “departments must limit access
to classified and protected information and other assets to those individuals who have a need to know the
information and who have the appropriate security screening level”.

The Operational Security Standard on Physical Security (Section 6.2 - Hierarchy of Zones) states that “departments
must ensure that access to and safeguards for protected and classified assets are based on a clearly discernable
hierarchy of zones”.

Public Zone

* Public has uncontrolied access

Reception Zone
+ Initial point of access
« General information provided
= Access to secure Zones controlled

Operations Zone

= Limited to authorized personmel
= All visitors escorted

= Periodically monitored

Security Zone

= Access s controlled

+ Continuously monitored

« Accessible through operations zone

High Security Zone

= Only authorized personnel have access
+ Gontinuously monitored
= Accessible through security Zone

Public Zone is where the public has unimpeded access and generally surrounds or forms part of a government
facility. Examples: the grounds surrounding a building, or public corridors and elevator lobbies in multiple
occupancy buildings.

Reception Zone is where the transition from a public zone to a restricted-access area is demarcated and
controlled. It is typically located at the entry to the facility where initial contact between visitors and the
department occurs; this can include such spaces as places where services are provided and information is
exchanged. Access by visitors may be limited to specific times of the day or for specific reasons.

Operations Zone is an area where access is limited to personnel who work there and to properly-escorted visitors;
it must be indicated by a recognizable perimeter and monitored periodically. Examples: typical open office space,
or typical electrical room.

Security Zone is an area to which access is limited to authorized personnel and to authorized and properly-
escorted visitors; it must be indicated by a recognizable perimeter and monitored continuously, i.e., 24 hours a day
and 7 days a week. Example: an area where secret information is processed or stored.

High Security Zone is an area to which access is limited to authorized, appropriately-screened personnel and
authorized and properly-escorted visitors; it must be indicated by a perimeter built to the specifications
recommended in the TRA, monitored continuously, i.e., 24 hours a day and 7 days a week and be an area to which
details of access are recorded and audited. Example: an area where high-value assets are handled by selected
personnel.

Access to the zones should be based on the concept of "need to know" and restricting access to protect employees
and valuable assets. Refer to RCMP Guide G1-026, Guide to the Application of Physical Security Zones for more
detailed information.




ANNEX C
COVID-19 VACCINATION REQUIREMENT CERTIFICATION

The Contractor is to complete and submit the COVID-19 Vaccination Requirement Certification below with their bid.

COVID-19 Vaccination Requirement Certification

I, (first and last name), as the representative of

(name of business) pursuant to

(insert solicitation number), warrant and certify that all personnel that
(name of business) will provide on the resulting Contract who access
federal government workplaces where they may come into contact with public servants will be:

(a) fully vaccinated against COVID-19 with Health Canada-approved COVID-19 vaccine(s); or

(b) for personnel that are unable to be vaccinated due to a certified medical contraindication, religion or other
prohibited grounds of discrimination under the Canadian Human Rights Act, subject to accommodation and
mitigation measures that have been presented to and approved by Canada;

until such time that Canada indicates that the vaccination requirements of the COVID-19 Vaccination Policy for

Supplier Personnel are no longer in effect.

| certify that all personnel provided by (name of business) have been notified of the
vaccination requirements of the Government of Canada’s COVID-19 Vaccination Policy for Supplier Personnel, and
that the (name of business) has certified to their compliance with this requirement.

| certify that the information provided is true as of the date indicated below and will continue to be true for the
duration of the Contract. | understand that the certifications provided to Canada are subject to verification at all times.
| also understand that Canada will declare a contractor in default, if a certification is found to be untrue, whether
made knowingly or unknowingly, during the bid or contract period. Canada reserves the right to ask for additional
information to verify the certifications. Failure to comply with any request or requirement imposed by Canada will
constitute a default under the Contract.

Signature:

Date:

Optional

For data purposes only, initial below if your business already has its own mandatory vaccination policy or
requirements for employees in place. Initialing below is not a substitute for completing the mandatory certification
above.

Initials:

Information you provide on this Certification Form and in accordance with the Government of Canada’s COVID-19
Vaccination Policy for Supplier Personnel will be protected, used, stored and disclosed in accordance with the
Privacy Act. Please note that you have a right to access and correct any information on your file, and you have a
right to file a complaint with the Office of the Privacy Commissioner regarding the handling of your personal
information. These rights also apply to all individuals who are deemed to be personnel for the purpose for the
Contract and who require access to federal government workplaces where they may come into contact with public
servants.



