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Cyber Security Procurement Vehicle (CSPV)
Response Submission Form
General Information
Canada’s Official Language in which the Respondent will communicate with Canada during any subsequent process:
Solicitation No.
Respondent Legal Name
Procurement Business Number (PBN)
Respondent Address
Contact Name
Phone Number (Contact person)
E-Mail Address (Contact person)  
Choose the option that best describes your company
Respondent Expertise in Cyber Security
Please select up to ten (10) Technical Components that best describe your area of expertise in the cyber security field. These selections may be used to assist Canada in determining the order in which evaluations are conducted. This information will not be used to exclude Respondents from any future procurement activities if they successfully qualify for the Secure Supplier Ecosystem:
Data Labelling / Tagging
Asset Discovery
Endpoint DLP Enforcement
Configuration Automation
File Encryption
Infrastructure Security CMDB
Full Disk Encryption
Vulnerability Assessment
Removable Media Encryption
Authentication, Authorization and Auditing (AAA)
Email Anti-malware
Network Access Controls (RA, VPN, UTM)
Email Anti-spam
Hardware Security Modules
Host Anti-malware
Non-Person Entity Certificates
Host Intrusion and Protection (HIPS)
Cloud Access Security Brokers
Endpoint Detection and Response
Sinkhole
Application Virtualization / Containment
Centralized Log Collection
Application Whitelisting
Centralized Log Storage
File Integrity Monitoring
Infrastructure Discovery
Host firewall
Network and Behaviour Analytics
Port & Device Control
Containment Automation
Policy Compliance (Tool Automation)
Incident Containment
Threat Intelligence Feeds
Playbook Automation
Visualization Tool (Dashboard)
Report Automation
OS and Application Scans
Certificate Lifecycle Management / Automation
Video Conferencing
Network Firewall
Audio Conferencing
Secure Remote Management Solution
Instant Messaging
Cross Domain Solutions
Mandatory Criteria 1
The Respondent must have developed, deployed, implemented or certified at least one (1) cyber security solution or product, that meets at least one (1) of the following security functions and services:
Demonstrate, using a specific detailed example, how the product / solution specified meets the requirement stipulated under Mandatory Criteria 1.
(maximum of 5,000 characters)
Mandatory Criteria 2
The Respondent must have a minimum of $6M in billable revenue over the last three (3) years as of the ITQ posting date.
Billable Revenue:
The Respondent must have a commercially available product or solution related to the security function they identified in mandatory criteria 1, with a minimum of five (5) current paying customers:
Customer Name or Description
Contract Service / Period
(maximum of 5,000 characters)
Mandatory Criteria 3
The Respondent must provide the following information as well as any other requested information related to the ownership and control of the Respondent, its owners, its management and any related entities.
An organization chart for the Respondent showing all related entities;A list of all the Respondent’s shareholders and/or partners, as applicable; if the Respondent is a subsidiary, this information must be provided for each parent corporation or partnership, up to the ultimate owner(s); andA list of the Respondent’s Directors and officers. If the Respondent is a subsidiary, this information must be provided for each parent corporation or partnership, up to the ultimate owner(s).
We acknowledge this requirement and will provide our response in a separate attachment. 
Phase 2 Presentation - Rated Criteria
Criteria
Requirement
R1
1. What are your thoughts on the current Cyber Threat Landscape?
2. What should the Government of Canada be considering?
We acknowledge this requirement and will address it in our Phase 2 Presentation - Rated Criteria.
R2
What makes your company different or unique from others when considering the cyber security market? How would you help SSC achieve its mandate? (Technical reasons only, no marketing)
We acknowledge this requirement and will address it in our Phase 2 Presentation - Rated Criteria.
R3
The Respondent should address one of the following scenarios:
1) Solution Integrator Scenario:  The Government of Canada (GC) is facing a critical IT security issue.  Your company receives a call from the GC for assistance.  The GC is concerned about the issue and is reporting negative effects that could be associated with the issue.  What would you do to assist, considering taxpayer funds are at stake? Explain the steps your company can offer to detect, respond, recover, and prevent the critical IT security issue. Procurement processes are to be ignored for this scenario; -OR- 2) VAR/URG Scenario:  The Government of Canada (GC) is facing a critical IT security issue.  Your company receives a call from the GC for assistance.  The GC is concerned about the issue and is reporting negative effects that could be associated with the issue.  What would you do to provide a quality, effective, and efficient product to the Government to address the issue?  Explain the steps your company will take to ensure the product meets the expected outcome of containing or eradicating the vulnerability. Procurement processes are to be ignored for this scenario.
We acknowledge this requirement and will address it in our Phase 2 Presentation - Rated Criteria.
R4
The Respondent should provide a Socio Economic Benefits Plan for the applicable scenarios described below, and present this plan, highlighting how you are planning to address the four pillars of the socio-economic strategy.
We acknowledge this requirement and will address it in our Phase 2 Presentation - Rated Criteria.
Integrity Provisions - Required Documentation
In accordance with the Integrity Provisions of the Standard Instructions, all respondents must provide with their response, if applicable, the declaration form available on the Forms for the Integrity Regime website, to be given further consideration in the procurement process.
In accordance with the section titled Information to be provided when responding or contracting or entering into a real property procurement agreement of the Ineligibility and Suspension Policy, the Respondent must provide the required documentation to be given further consideration in the procurement process.
Pursuant to Section 17 of the Ineligibility and Suspension Policy, all suppliers, regardless of their status under the policy, must submit the following information when participating in a procurement process.
The Respondent is:
Respondents must provide a complete list of names of all individuals who are currently directors of the Respondent.
Add / Delete
Name
Name
Name
#
Respondent must provide the name of the owner(s).
Add / Delete
Owner Name
Owner Name
Owner Name
#
As the authorized representative of the Respondent, by signing below, I confirm that I have read and understood the entire ITQ, including the documents incorporated by reference into the ITQ, and the entire Response, and I certify that:
The Respondent meets all the mandatory requirements described in the ITQ; andAll the information provided in this ITQ Response is complete, true and accurate.
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Reset Form
Cyber Security Procurement Vehicle (CSPV)
Response Submission Form
Procurement Business Number (PBN)
Information!
Solicitation No.
Information!
Respondent Address
Phone Number (Contact person)
E-Mail Address (Contact person)
Phone Number (Contact Person)
E-Mail Address (Contact Person)
Please select...
System Integrator
Solution Integrator
Value added reseller
OEM
Software Publisher
Certification Lab
Other
0
1
2
3
4
5
6
7
Company description
Data Labelling / Tagging
Asset Discovery
Endpoint DLP Enforcement
Configuration Automation
File Encryption
Infrastructure Security CMDB
Full Disk Encryption
Vulnerability Assessment
Removable Media Encryption
Authentication, Authorization and Auditing (AAA)
Email Anti-malware
Network Access Controls (RA, VPN, UTM)
Email Anti-spam
Hardware Security Modules
Host Anti-malware
Non-Person Entity Certificates
Host Intrusion and Protection (HIPS)
Cloud Access Security Brokers
Endpoint Detection and Response
Sinkhole
Application Virtualization / Containment
Centralized Log Collection
Application Whitelisting
Centralized Log Storage
File Integrity Monitoring
Infrastructure Discovery
Host firewall
Network and Behaviour Analytics
Port & Device Control
Containment Automation
Policy Compliance (Tool Automation)
Incident Containment
Threat Intelligence Feeds
Playbook Automation
Visualization Tool (Dashboard)
Report Automation
OS and Application Scans
Certificate Lifecycle Management / Automation
Videoconferencing
Videoconferencing
Network Firewall
Audio Conference
Audio Conference
Secure Remote Management Solution
Instant Messaging
Cross Domain Solutions
Information!
Information!
Information!
Information!
Information!
Information!
Information!
Information!
Information!
Information!
Information!
Information!
Information!
Information!
Information!
Information!
Information!
Information!
Information!
Information!
Information!
Information!
Secure Communications
A. The Respondent must have a minimum of $6M in billable revenue over the last three (3) years as of the ITQ posting date; or
B. The Respondent must have a commercially available product related to the security function or service they identified in mandattory criteria 1, with a minimum of five (5) current paying customers; or
C. The Respondent must have received a grant/contract related to cyber security innovation from either:
the Build in Canada Innovation Program (BCIP); or
the Defence Research Innovation for Defence Excellence and Security (IDEaS); or
the National Research Council Canada Industrial Research Assistance Program (IRAP); or
Canadian Centre for Cyber Security (CCCS); or
Innovative Solutions Canada; or
a Canadian Post-Secondary Institution; or
Provincial R&D tax credits; or
a Federally or Provincially funded Cyber Security grant program.
Billable Revenue
Billable Revenue
(maximum of 5,000 characters)
We acknowledge this requirement and will provide our response in a separate attachment.
Criterion
Information!
Tier I - 
1-4 employees
Tier II - 
5-9 employees
Tier III - 
10-19 employees
Tier IV - 
20-35 employees
Tier V - 
36-99 employees
Information!
Information!
Information!
Information!
Information!
Information!
Information!
Information!
In accordance with the Integrity Provisions of the Standard Instructions, all respondents must provide with their response, if applicable, the declaration form available on the Forms for the Integrity Regime website, to be given further consideration in the procurement process.
In accordance with the section titled Information to be provided when responding or contracting or entering into a real property procurement agreement of the Ineligibility and Suspension Policy, the Respondent must provide the required documentation to be given further consideration in the procurement process.
Pursuant to Section 17 of the Ineligibility and Suspension Policy, all suppliers, regardless of their status under the policy, must submit the following information when participating in a procurement process.
Information!
Information!
Information!
1
Respondents must provide the name of the owner(s).
1
Owner Name 1
Owner Name 2
Owner Name 3
Save Form
Print Form
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