
NOTICE OF PROPOSED PROCUREMENT (NPP) 

For  

TBIPS Portfolio Management Office, Innovation Strategy and Digital Products 

GSIN:  D302A – Informatics Professional Services  

Solicitation Number: 1000401273   

Organization Name: 

Canada Border Services Agency (CBSA) -  CBSA Procurement Division (CPD), Operations (OPS) 

Solicitation Date: October 21st, 2022  
 

November 15th, 2022 
Anticipated Start Date: TO BE DETERMINED 

Closing Date: 

Estimated Delivery Date: TO BE DETERMINED 
 

 

Contract Duration: 
The contract period will be for three (3) years from the date of Contract award with the irrevocable option 
to extend it for up to two (2) additional one-year periods. 

Solicitation Method: Competitive 
 
Applicable Trade 
Agreements: 

World Trade Organization 
Agreement on Government 
Procurement (WTO-AGP), 
Comprehensive and Progressive 
Agreement for Trans-Pacific 
Partnership (CPTPP), the Canada-
Chile Free Trade Agreement 
(CCFTA), the Canada-Peru Free 
Trade Agreement (CPFTA), the 
Canada-Colombia Free Trade 
Agreement (CColFTA), the Canada-
Panama Free Trade Agreement 
(CPanFTA), Canada-United 
Kingdom Trade Continuity 
Agreement, Canada–Honduras 
Free Trade Agreement, the 
Canada-European Union 
Comprehensive Economic and 
Trade Agreement (CETA), Canada–
Ukraine Free Trade Agreement, 
Canada Korea Free Trade 
Agreement (CKFTA) and the 
Canadian Free Trade Agreement 
(CFTA)  

 

Comprehensive Land Claim 
Agreement Applies: 

No Number of Contracts: 1 

 

Requirement Details 

Tendering Procedure: Selective Tendering 

The Canada Border Services Agency has a requirement for resources in all the following categories from the Task-Based Informatics Professionals 
Supply Arrangement (EN578-1704320): 

 

P.1 Change Management Consultant   
LEVEL1 

P. 1 Change Management Consultant  
LEVEL2 

P.1 Change Management Consultant 
LEVEL3 

P.2 Enterprise Architect 
LEVEL 3 

P.6 Project Executive  
LEVEL3 

P.8 Project Leader 
LEVEL2 



P.8 Project Leader 
LEVEL3 

P.9 Project Manager 
LEVEL1 

P.9 Project Manager 
LEVEL2 

P.9 Project Manager 
LEVEL3 

A.1 Application/ Software Architect 
LEVEL1 

A.1 Application/ Software Architect 
LEVEL2 

A.1 Application/ Software Architect 
LEVEL3 

A.6 Programmer/ Software Developer 
LEVEL1 

A.6 Programmer/ Software Developer 
LEVEL2 

A.6 Programmer/ Software Developer 
LEVEL3 

A.11 Tester 
LEVEL1 

A.11 Tester 
LEVEL2 

A.11 Tester 
LEVEL3 

I.5 Information Management Architect 
LEVEL3 

I.9 System Administrator 
LEVEL2 

I.11 Technology Architect 
LEVEL2 

I.11 Technology Architect 
LEVEL3 

B.1 Business Analyst 
LEVEL1 

B.1 Business Analyst 
LEVEL2 

B.1 Business Analyst 
LEVEL3 

B.3 Business Consultant  
LEVEL1 

B.3 Business Consultant  
LEVEL2 

B.3 Business Consultant  
LEVEL3 

B.7 Business Transformation Architect 
LEVEL1 

B.7 Business Transformation Architect 
LEVEL2 

B.7 Business Transformation Architect 
LEVEL3 

 

 The following SA Holders have been invited to submit a proposal: 

 Accenture Inc. 

 BDO Canada LLP 

 Deloitte Inc. 

 Access Corporate Technologies Inc. 

 Cistel Technology Inc. 

 EMINENT SYSTEMS INC. 

 iVedha Inc. 

 Ernst & Young LLP 

 NATTIQ INC. 

 Yoush Inc. 

 Thinking Big Information Technology Inc. 

 Raymond Chabot Grant Thornton Consulting Inc. 

 The KTL Group, Inc. 

 CVL INFORMATION SOLUTIONS INC. 

 Nortak Software Ltd. 

Description of Work:  

The work is currently not being performed by a contracted resource. 

Security Requirement:   

1. The Contractor/Offeror must, at all times during the performance of the Contract/Standing Offer/Supply 
Arrangement, hold a valid Designated Organization Screening (DOS), issued by the Canadian Industrial 
Security Directorate (CISD), Public Works and Government Services Canada (PWGSC).  

2. The Contractor/Offeror personnel requiring access to PROTECTED information, assets or sensitive work 
site(s) must EACH hold a valid RELIABILITY STATUS, granted or approved by CISD/PWGSC  

3. The Contractor/Offeror MUST NOT remove any PROTECTED information or assets from the identified work 
site(s), and the Contractor/Offeror must ensure that its personnel are made aware of and comply with this 
restriction. 

4. Subcontracts which contain security requirements are NOT to be awarded without the prior written permission 
of CISD/PWGSC.  

5. The Contractor/Offeror must comply with the provisions of the:  



a. Security Requirements Check List and security guide (if applicable), attached at Annex C;  
b. Industrial Security Manual (Latest Edition). 

 
Minimum Corporate Security Required:  Designated Organizational Clearance 
Minimum Resource Security Required:  Reliability Status  

Contract Authority 

Name: Teagan Anderson-Léger 
Phone Number: 506-852-6975 
Email Address: CBSA-ASFC_Solicitations-Demandes_de_soumissions@cbsa-asfc.gc.ca     
 Attn: Teagan Anderson-Léger 

Inquiries 

Inquiries regarding this RFP requirement must be submitted to the Contracting Authority named above.  Request for Proposal (RFP) documents will be e-
mailed directly from the Contracting Authority to the Qualified Supply Arrangement Holders who are being invited to bid on this requirement. BIDDERS 
ARE ADVISED THAT “BUYANDSELL.GC.CA” IS NOT RESPONSIBLE FOR THE DISTRIBUTION OF SOLICITATION DOCUMENTS. The Crown retains 
the right to negotiate with any supplier on any procurement. Documents may be submitted in either official language. 
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