
Security Classification Guide 
Part B - Multiple levels of personnel screening: Security Classification Guide 

This guide is to be completed in addition to question 10.a) of the SRCL when multiple levels of personnel screening are therein 

identified.  Indicate which personnel screening levels are required for which portions of the work/access involved in the 

contract. 

level of personnel 

clearance  

(e.g. reliability, secret) 

position / 

description/task 

access to sites and/or information 

 levels of Information to be accessed 

citizenship  

restriction (if any) 

Unscreened Personnel WS-01 MS Teams meetings where EITP displays 

non-protected Infohub pages. No protected 

information will be shared. 

Escorted on-site visits where no Protected 

information is shared. 

N/A 

Reliability Status  WS-02 Supplier and Resources must be cleared 

before WS-02 can commence. 

Resources will have:  

• Owner access to CoEAIP’s Infohub. 

• Access to CoEAIP Teams and 

channels 

• Access to CoEAIP GCDOCS (up to 

protected B info) 

 N/A 

 


